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Exam A

QUESTION 1
Refer to the exhibit.

#show interface FastEthernetd/0
FastEthernetd/0 is up, line protocol is up

e

Hardware is PQII PRO UEC, address is 00IZ4.14ac.0d3c (bia 00Lf.%s3c.a5cl)

Internet address is
MTU 1500 bytes, EW

reliability 255/
Encapsulation ARPA,

1.1.1.1/24

100000 ¥hit/sec, DLY 10 usec,
255, txload 1/255, rxload 1/255
loopback not set

Keepalive set (10 s3ec)
Full Duplex, 100Mbps, media type is RJ45
output flow-control is XON, input flow-control is XON

ARP type: ARPA, ARP Timeout 04:00:00
Last input 00:00:00, output 00:00:00, output hang never
Last clearing of "show interface" counters never
Input gueues: 0/1000/0/0 (size/max/drops/flushes); Total output drops: 10000
Queueing strategy: Class-based gqueuseing
Cutput gqueue: 1001000710000 (size/max total/drops)
30 second input rate 361000 bits/sec, 204 packets/sec
30 second output rate 711000000 bits/sec, 223000 packets/sec
1221583901 packets input, 3044421428 bytes, 0 nmo buffer
Received 81124750 broadcasts (0 IP multicasts)
0 runts, 0 giants, 0 throttles
0 input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored
0 watchdog, 0 multicast, 0 pause input

1080847722 packets output, 796667418 bytes, 0 underruns

0 output errors, 0 collisions, 0 interface resets
0 unknown protocol drops
0 babbles, 0 late collision, 0 deferred

0 lost carrier, 0 no carrier, 0 pause output
0 output buffer failures, 0 output buffers swapped out

Which two are causes of output queue drops on FastEthernet0/0? (Choose two.)

A. an oversubscribed input service policy on FastEthernet0/0
B. a duplex mismatch on FastEthernet0/0
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C. abad cable connected to FastEthernet0/0
D. an oversubscribed output service policy on FastEthernet0/0
E. The router trying to send more than 100 Mb/s out of FastEthernet0/0

Correct Answer: DE
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

Output drops are caused by a congested interface. For example, the traffic rate on the outgoing interface cannot accept all packets that should be sent
out, or a service policy is applied that is oversubscribed. The ultimate solution to resolve the problem is to increase the line speed. However, there are
ways to prevent, decrease, or control output drops when you do not want to increase the line speed. You can prevent output drops only if output drops
are a consequence of short bursts of data. If output drops are caused by a constant high-rate flow, you cannot prevent the drops.

However, you can control them.

Reference. http://www.cisco.com/c/en/us/support/docs/routers/10000-series-routers/6343-queue- drops.html

QUESTION 2
Refer to the exhibit.

Routerfshow ip cache flow

[

SrcIf SrcIPaddress DstIf DstIPaddress Pr SrcP DstPE Pkts
v1ll 144.254.10.20¢6 TLocal 10.48.77.208 06 C32e32 01BE 2

Which statement about the output is true?

The flow is an HTTPS connection to the router, which is initiated by 144.254.10.206.

The flow is an HTTP connection to the router, which is initiated by 144.254.10.206.

The flow is an HTTPS connection that is initiated by the router and that goes to 144.254.10.206.
The flow is an HTTP connection that is initiated by the router and that goes to 144.254.10.206.

Cow>»

Correct Answer: A
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:
We can see that the connection is initiated by the Source IP address shown as 144.254.10.206. We also see that the destination protocol (DstP) shows
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01BB, which is in hex and translates to 443 in decimal. SSL/HTTPS uses p

QUESTION 3
Refer to the exhibit.

ort 443.

A VCEPlus

Rl101#show ip cache verbose flow

E—

SrecIif SrcIPaddress DstIf

Port Msk AS Port Msk AS
Et0/0 10.0-0:1 Etl/0*

Qoao fo0 0 paco 0 O

DstIPaddress

NextHop
14500 .2
0.0.0.0

Pr TCS Flgs Pkts
BE/Pk Active

01 80 10 1
100 0.0

What is the PHB class on this flow?

EF
none
AF21
CS4

Cow>»

Correct Answer: D
Section: Network Principles
Explanation

Explanation/Reference:
Explanation:

This command shows the TOS value in hex, which is 80 in this case. The following chart shows some common DSCP/PHB Class values:

Service DSCP value[TOS value[Juniper AliasTOS hexadecimalDSCP - TOS
Binary

Premium IP 46 184 e B2 101110 -101110xx
LBE 5 32 csl 20 001000 - 001000xx
DWS 32 128 csd a0 100000 - 100000xx
Network control (48 192 csh ) 110000 - 110000xx
MNetwork control [36 224 cs7 el 111000 - 111000xx
5

Reference. http://www.tucny.com/Home/dscp-tos
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QUESTION 4
Refer to the exhibit.

R10l#show 1p cache flow

[S—

SrcIif SrcIfPaddress DstIf DstIPaddress Pr SrcP DstPF FPkts
Et0/0 B 01 T 2 B Etl/0* 14.0.0.2 01 0000 0800 24
Et0/0 10.0.0.1 Et1l/0 14.0.0.2 01 Q000 0800 100
Et0/0 .09 Se3/0* 14 . 0.0.2 01 0000 0800 33
EE0/0 10001 Sel/o* 14.0.0.2 01 0000 0800 33
Et0/0 10001 Null 2280005 59 0000 0000 Z6

What kind of load balancing is done on this router?

per-packet load balancing
per-flow load balancing
per-label load balancing

star round-robin load balancing

Cow>»

Correct Answer: A
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

Here we can see that for the same traffic source/destination pair of 10.0.0.1 to 14.0.0.2 there were a total of 100 packets (shown by second entry without
the *) and that the packets were distributed evenly across the three different outgoing interfaces (34, 33, 33 packets, respectively.

QUESTION 5
What is a cause for unicast flooding?

A. Unicast flooding occurs when multicast traffic arrives on a Layer 2 switch that has directly connected multicast receivers.
B. When PIM snooping is not enabled, unicast flooding occurs on the switch that interconnects the PIM-enabled routers.

C. A man-in-the-middle attack can cause the ARP cache of an end host to have the wrong MAC address. Instead of having the MAC address of the
default gateway, it has a MAC address of the man-in-the-middle. This causes all traffic to be unicast flooded through the man-in-the-middle, which
can then sniff all packets.

D. Forwarding table overflow prevents new MAC addresses from being learned, and packets destined to those MAC addresses are flooded until space
becomes available in the forwarding table.
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Correct Answer: D
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

Causes of Flooding

The very cause of flooding is that destination MAC address of the packet is not in the L2 forwarding table of the switch. In this case the packet will be
flooded out of all forwarding ports in its VLAN (except the port it was received on). Below case studies display most common reasons for destination
MAC address not being known to the switch.

Cause 1: Asymmetric Routing

Large amounts of flooded traffic might saturate low-bandwidth links causing network performance issues or complete connectivity outage to devices
connected across such low-bandwidth links

Cause 2: Spanning-Tree Protocol Topology Changes

Another common issue caused by flooding is Spanning-Tree Protocol (STP) Topology Change Notification (TCN). TCN is designed to correct forwarding
tables after the forwarding topology has changed. This is necessary to avoid a connectivity outage, as after a topology change some destinations
previously accessible via particular ports might become accessible via different ports. TCN operates by shortening the forwarding table aging time, such
that if the address is not relearned, it will age out and flooding will occur

Cause 3: Forwarding Table Overflow

Another possible cause of flooding can be overflow of the switch forwarding table. In this case, new addresses cannot be learned and packets destined
to such addresses are flooded until some space becomes available in the forwarding table. New addresses will then be learned. This is possible but
rare, since most modern switches have large enough forwarding tables to accommodate MAC addresses for most designs.

Reference:
http://www.cisco.com/c/en/us/support/docs/switches/catalyst-6000-series-switches/23563-143.html

QUESTION 6
Which Cisco 10S XE process administers routing and forwarding?

Forwarding manager
Interface manager
Cisco I0S

Host manager

Cow>»

Correct Answer: C
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:
Some of the processes are listed in the table below:

www.vceplus.com - Download A+ VCE (latest) free Open VCE Exams - VCE to PDF Converter - VCE Exam Simulator - VCE Online - IT Certifications



A VCEPlus

Process |Purpose Affected FRUs SubPackage
Mapping
Host Provides an interface betweenthe 105 process | RP (one instance per RP) RPControl
Manager and many ofthe information-gathering SIP (one instance per SIP)
functions of the underlying platform kernel and |ESP (one instance per ESP) | SIPBase
operating system.
ESPBaze
Interface Provides an interface betweenthe 105 process | RP (one instance per RP) RPControl
Manager and the per-5PA interface processes on the SIP (one instance per SIP)
SIP. SIPBasze
05 The 105 process implements all forwarding and| RP (one per software RPIOS
routing features for the router. redundancy instance per
RP}. Maximum oftwo
instances per RP.
Forwarding |Managesthe downloading of configuration to RP (one per software RPControl
Manager each ofthe ESPs and the communication of redundancy instance per
forwarnding plane information, such as statistics, | RP}. Maximum oftwo ESPBase
to the I0S process. instances per RP.
ESP {one per ESP)

Reference.
http://www.cisco.com/c/en/us/td/docs/routers/asrl1000/configuration/guide/chassis/asrswcfg/Softwa re_Packaging_Architecture.html

QUESTION 7
Which circumstance can cause packet loss due to a microburst?

slow convergence
a blocked spanning-tree port
process switching
insufficient buffers

Cow>»

Correct Answer: D
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

Micro-bursting is a phenomenon where rapid bursts of data packets are sent in quick succession, leading to periods of full line-rate transmission that can
overflow packet buffers of the network stack, both in network endpoints and routers and switches inside the network. Symptoms of micro bursts will
manifest in the form of ignores and/ or overruns (also shown as accumulated in “input error" counter within show interface output). This is indicative of
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receive ring and corresponding packet buffer being overwhelmed due to data bursts coming in over extremely short period of time (microseconds).
Reference. http://ccieordie.com/?tag=micro-burst

QUESTION 8
Which two statements about proxy ARP are true? (Choose two.)

It is supported on networks without ARP.
It allows machines to spoof packets.

It requires larger ARP tables

It reduces the amount of ARP traffic.

Cow>»

Correct Answer: BC
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

Disadvantages of Proxy ARP

Hosts have no idea of the physical details of their network and assume it to be a flat network in which they can reach any destination simply by sending
an ARP request. But using ARP for everything has disadvantages. These are some of the disadvantages:

= Itincreases the amount of ARP traffic on your segment.

= Hosts need larger ARP tables in order to handle IP-to-MAC address mappings.

= Security can be undermined. A machine can claim to be another in order to intercept packets, an act called "spoofing."

= It does not work for networks that do not use ARP for address resolution.

= It does not generalize to all network topologies. For example, more than one router that connects two physical networks.

Reference. http://www.cisco.com/c/en/us/support/docs/ip/dynamic-address-allocation- resolution/13718-5.html

QUESTION 9
Which service is disabled by the no service tcp-small-servers command?

the finger service

the Telnet service

the Maintenance Operation Protocol service
the chargen service

Cow>

Correct Answer: D
Section: Network Principles
Explanation
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Explanation/Reference:

Explanation:

The TCP small servers are:

= Echo: Echoes back whatever you type through the telnet x.x.x.x echo command.

= Chargen: Generates a stream of ASCII data. Use the telnet x.x.x.x chargen command.

= DiscarD. Throws away whatever you type. Use thetelnet x.x.x.x discard command.

= DaytimE. Returns system date and time, if it is correct. It is correct if you run Network Time Protocol (NTP), or have set the date and time manually
from the exec level. Use the telnet x.x.x.x daytime command.

Reference. http://www.cisco.com/c/en/us/support/docs/ios-nx-os-software/ios-software-releases- 110/12815-23.html

QUESTION 10
Which option is the most effective action to avoid packet loss due to microbursts?

Implement larger buffers.

Install a faster CPU.

Install a faster network interface.
Configure a larger tx-ring size.

Cow>»

Correct Answer: A
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

You can't avoid or prevent them as such without modifying the sending host's application/network stack so it smoothes out the bursts. However, you can
manage microbursts by tuning the size of receive buffers / rings to absorb occasional microbursts.

QUESTION 11
Which two statements about packet fragmentation on an IPv6 network are true? (Choose two.)

The fragment header is 64 bits long.
The identification field is 32 bits long.
The fragment header is 32 bits long.
The identification field is 64 bits long.
The MTU must be a minimum of 1280 bytes.
The fragment header is 48 bits long.

mmoow>

Correct Answer: AB
Section: Network Principles
Explanation
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Explanation/Reference:
Explanation:
The fragment header is shown below, being 64 bits total with a 32 bit identification field:
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Fragment Header

& Offset: the offset, in 8-octet units, of the data following
this header, relative to the start of the Fragmentable Part
of the packet

@ M flag: 1 — more fragments, 0 — last fragment

8 bits 8 bits 13 bits 2 bits

32 bits

25

Reference. http://www.openwall.com/presentations/IPv6/img24.html

QUESTION 12
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You are backing up a server with a 1 Gbps link and a latency of 2 ms. Which two statements about the backup are true? (Choose two.)

The bandwidth delay product is 2 Mb.

The default TCP send window size is the limiting factor.
The default TCP receive window size is the limiting factor.
The bandwidth delay product is 500 Mb.

The bandwidth delay product is 50 Mb.

moow?>

Correct Answer: AC
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

1 Gbps is the same as 1000 Mbps, and 1000Mb x .0002 = 2 Mbps. With TCP based data transfers, the receive window is always the limiting factor, as
the sender is generally able to send traffic at line rate, but then must wait for the acknowledgements to send more data.

QUESTION 13
Which two pieces of information does RTCP use to inform endpoint devices about the RTP flow? (Choose two.)

the transmitted octet

the lost packet count

session control function provisioning information
the CNAME for session participants

the authentication method

MTU size changes in the path of the flow

mmoow>

Correct Answer: AB
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

RTCP transports statistics for a media connection and information such as transmitted octet and packet counts, packet loss, packet delay variation, and
round-trip delay time. An application may use this information to control quality of service parameters, perhaps by limiting flow, or using a different
codec.

Reference. http://en.wikipedia.org/wiki/RTP_Control_Protocol

QUESTION 14
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DRAG DROP
Drag and drop the argument of the ip cef load-sharing algorithm command on the left to the function it performs on the right.

Select and Place:

Cirag and drop the argument of the ip cef load-sharing algorithm command on the left to the function it performs on the right.

sets the load-balancing algorithm to use a source,

ariginal
] a destination, and an 1D hash
— sets the load-balancing algorithm for environments with a small number of sourc
destination IP address pairs
tunnel sets the load-balancing algorithm to use Layer 4 information

sets the load-balancing algorithm to use a

include-ports source destination
E source and destination hash

Correct Answer:

Cirag and drop the argument of the ip cef load-sharing algorithm command on the left to the function it performs on the right.

universal

tunnel

include-ports source destination

original
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Section: Network Principles
Explanation

Explanation/Reference:
QUESTION 15
DRAG DROP

Drag and drop the Cisco IOX XE subpackage on the left to the function it performs on the right.

Select and Place:

A VCEPlus

Drag and drop the Cisco 10X XE subpackage on the |eft to the function it perfarms on the right.
RPIOS provisions the Cisco 105 Software kernel from which the
|25 software features are housed and run
ESPRase produces the ESP software, ESF operating system, and
control processes
SIPBase manages the Cisco 105 Software and the rest of the platform
via the contral plane
RPControl manages thg Session Initiation Protocal carrier card
aperating system and contral processes

Correct Answer:
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Drag and drop the Cisco 10X XE subpackage on the |eft to the function it perfarms on the right.

RPIOS

ESPBase

RPContral

SIPBase

Section: Network Principles
Explanation

Explanation/Reference:

QUESTION 16
DRAG DROP
Drag and drop each description of IPv6 transition technology on the left to the matching IPv6 transition technology category on the right.

Select and Place:
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Drag and drop each description of IPvE transition technology on the left to the matching IPvE transition technology category an the right.

encapsulates [PvE packets within IPv4 packets 21 PR

suppors translation between IPv4 and IPvG by using algorithms

to map addresses

supports stateful translation between IPvd and IPvE with

static and manual mappings

Tunneling
requires IPvG-capable infrastructure
uses routing protocols to maintain IPvd and IPvE routing adjacencies
encapsulates IPvd packets within IPvG packets
MATEL

Correct Answer:
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Drag and drop each description of IPvE transition technology on the left to the matching IPvE transition technology category an the right.

Section: Network Principles
Explanation

Explanation/Reference:

QUESTION 17

Dual-Stack Metwork

requires IPvG-capable infrastructure

uses routing protocols to maintain IPv4 and IPvG routing adjacencies

Tunneling

encapsulates IPvG packets within IPv4 packets

encapsulates IPv4 packets within IPvG packets

MATES

supports translation between IPv4 and IPvG by using algorithms
to map addresses

supports stateful translation between IPvd and IPvE with
static and manual mappings
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How many hash buckets does Cisco Express Forwarding use for load balancing?

A. 8
B. 16
C. 24
D. 32

Correct Answer: B
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

In order to understand how the load balance takes place, you must first see how the tables relate. The Cisco Express Forwarding table points to 16 hash
buckets (load share table), which point to the adjacency table for parallel paths. Each packet to be switched is broken up into the source and destination
address pair and checked against the loadshare table.

Reference. http://www.cisco.com/c/en/us/support/docs/ip/express-forwarding-cef/18285-loadbal- cef.html

QUESTION 18
Which three features require Cisco Express Forwarding? (Choose three.)

NBAR
AutoQoS
fragmentation
MPLS
UplinkFast
BackboneFast

mmoow>

Correct Answer: ABD
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

QoS Features That Require CEF

These class-based QoS features are supported only on routers that run CEF.

= Network Based Application Recognition (NBAR) provides intelligent network classification. For more information, refer to Network Based Application
Recognition.
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= The AutoQoS -VolP feature simplifies and speeds up the implementation and provisioning of QoS for VolP traffic. This feature is enabled with the
help of the auto qos voip command. CEF must be enabled at the interface or ATM PVC before the auto gos command can be used. For more
information about this feature and its prerequisites, refer to AutoQoS - VolIP.

From MPLS Fundamentals - Luc De Ghein

Why Is CEF Needed in MPLS Networks?

Concerning MPLS, CEF is special for a certain reason; otherwise, this book would not explicitly cover it. Labeled packets that enter the router are
switched according to the label forwarding information base (LFIB) on the router. IP packets that enter the router are switched according to the CEF
table on the router. Regardless of whether the packet is switched according to the LFIB or the CEF table, the outgoing packet can be a labeled packet or
an IP packet

Reference. http://www.cisco.com/c/en/us/support/docs/asynchronous-transfer-mode-atm/ip-to-atm- class-of-service/4800-cefreq.html

QUESTION 19
Which two options are interface requirements for turbo flooding? (Choose two.)

The interface is Ethernet.

The interface is configured for ARPA encapsulation.
The interface is PPP.

The interface is configured for GRE encapsulation.
The interface is configured for 802.1Q encapsulation.

moow?>

Correct Answer: AB
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

In the switch, the majority of packets are forwarded in hardware; most packets do not go through the switch CPU. For those packets that do go to the
CPU, you can speed up spanning tree-based UDP flooding by a factor of about four to five times by using turbo-flooding. This feature is supported over
Ethernet interfaces configured for ARPA encapsulation.

Reference. http://www.cisco.com/c/en/us/td/docs/switches/metro/me3400/software/release/12- 2_50_se/configuration/guide/scg/swiprout.html

QUESTION 20
Which option describes a limitation of Embedded Packet Capture?

A. It can capture data only on physical interfaces and subinterfaces.
B. It can store only packet data.
C. It can capture multicast packets only on ingress.
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D. It can capture multicast packets only on egress.

Correct Answer: C
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

Restrictions for Embedded Packet Capture

= In Cisco |IOS Release 12.2(33)SRE, EPC is supported only on 7200 platform.

= EPC only captures multicast packets on ingress and does not capture the replicated packets on egress.
= Currently, the capture file can only be exported off the device; for example, TFTP or FTP servers and local disk.

Reference. http://www.cisco.com/c/en/us/td/docs/ios-xml/ios/epc/configuration/15-mt/epc-15-mt- book/nm-packet-capture.html

QUESTION 21
Refer to the exhibit.

A Cisco Catalyst 6500 Series Switch experiences high CPU utilization. What can be the cause of this issue, and how can it be prevented?

The hardware routing table is full. Redistribute from BGP into IGP.
The software routing table is full. Redistribute from BGP into IGP.
The hardware routing table is full. Reduce the number of routes in the routing table.
The software routing table is full. Reduce the number of routes in the routing table.

o0

Correct Answer: C
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

FIB TCAM Exception - If you try to install more routes than are possible into the FIB TCAM you will see the following error message in the logs:
CFIB-SP-STBY-7-CFIB_EXCEPTION : FIB TCAM exception, Some entries will be software switched

%CFIB-SP-7-CFIB_EXCEPTION : FIB TCAM exception, Some entries will be software switched. %CFIB-SP-STBY-7-CFIB_EXCEPTION : FIB TCAM
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This error message is received when the amount of available space in the TCAM is exceeded. This results in high CPU. This is a FIB TCAM limitation.
Once TCAM is full, a flag will be set and FIB TCAM exception is received. This stops from adding new routes to the TCAM. Therefore, everything will be
software switched. The removal of routes does not help resume hardware switching. Once the TCAM enters the exception state, the system must be
reloaded to get out of that state. You can view if you have hit a FIB TCAM exception with the following command:

exception, Some entries will be software switched.

6500-2#sh mis cef exception status

Current IPv4 FIB exception state = TRUE
Current IPv6 FIB exception state = FALSE
Current MPLS FIB exception state = FALSE

When the exception state is TRUE, the FIB TCAM has hit an exception. The maximum routes that can be installed in TCAM is increased by the mis cef
maximum-routes command.

Reference. https://supportforums.cisco.com/document/59926/troubleshooting-high-cpu-6500- sup720

QUESTION 22
Refer to the exhibit.

Your network is suffering excessive output drops. Which two actions can you take to resolve the problem? (Choose two.)
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Install a switch with larger buffers.

Configure a different queue set.

Reconfigure the switch buffers.

Configure the server application to use TCP.
Update the server operating system.

moow»

Correct Answer: AB
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

Installing a switch with larger buffers and correctly configuring the buffers can solve output queue problems.

For each queue we need to configure the assigned buffers. The buffer is like the ‘storage’ space for the interface and we have to divide it among the
different queues. This is how to do it:

mis qos queue-set output <queue set> buffers Q1 Q2 Q3 Q4

In this example, there is nothing hitting queue 2 or queue 3 so they are not being utilized.

QUESTION 23
DRAG DROP
Drag and drop the Cisco I0S XE subpackage on the left to the function it performs on the right.

Select and Place:

administers the shared port adaptor driver and

RPBase S
related field-programmable device images
RPControl provisions the software needed to access the router
manages the Cisco I0S Software and the rest of
SIPSPA .
the platform via the control plane

rovisions the operating system software route

RPAccess : E 32y
processor

Correct Answer:
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SIPSPA

RPAccess

RPContraol

RPBase

Section: Network Principles
Explanation

Explanation/Reference:

QUESTION 24
Which two Cisco I0OS XE commands can install a subpackage onto a router? (Choose two.)

request platform software package install rp rpSlotNumber file fileURL
boot system flash bootflash:filename

copy sourceUrl destinationUrl

license install file storedLocationUrl

issu loadversion rp identifier file diskType imageFilename
config-register value

mmoow2>

Correct Answer: AC
Section: Network Principles
Explanation

Explanation/Reference:

Explanation:

Managing and Configuring a Consolidated Package Using the request platform software package install Command

In the following example, the request platform software package install command is used to upgrade a consolidated package running on RP 0. The
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force option, which forces the upgrade past any prompt (such as already having the same consolidated package installed), is used in this example.
Router# request platform software package install rp O file bootflash:asr1000rp1- adventerprisek9.02.01.00.122-33.XNA.bin force

To upgrade a consolidated package on the Cisco ASR 1000 Series Routers using the copy command, copy the consolidated package into the
bootflash: directory on the router using the copy command as you would on most other Cisco routers. After making this copy, configure the router to
boot using the consolidated package file.

In the following example, the consolidated package file is copied onto the bootflash: file system from TFTP. The config-register is then set to boot using
boot system commands, and the boot system commands instruct the router to boot using the consolidated package stored in the bootflash: file
system. The new configuration is then saved using the copy running-config startup-config command, and the system is then reloaded to complete
the process.

Router# dir bootflash:

Directory of bootflash:/

11 drwx 16384 Dec 4 2007 04:32:46 -08:00 lost+found

86401 drwx 4096 Dec 4 2007 06:06:24 -08:00.ssh

14401 drwx 4096 Dec 4 2007 06:06:36 -08:00.rollback_timer

28801 drwx 4096 Mar 18 2008 17:31:17 -07:00.prst_sync

43201 drwx 4096 Dec 4 2007 04:34:45 -08:00.installer

13 -rw- 45977 Apr 9 2008 16:48:46 -07:00 target_support_output.tgz.tgz

928862208 bytes total (712273920 bytes free)

Router# copy tftp bootflash:

Address or name of remote host []? 172.17.16.81

Source filename []? /auto/tftp-users/user/asr1000rpl-adventerprisek9.02.01.00.122-33.XNA.bin Destination filename [asr1000rp1-
adventerprisek9.02.01.00.122-33.XNA.bin]?

Reference:
http://www.cisco.com/c/en/us/td/docs/routers/asr1000/configuration/guide/chassis/asrswcfg/Packag e Management.html#78189

QUESTION 25
Which two statements about Cisco Express Forwarding are true? (Choose two.)

Cisco Express Forwarding tables contain reachability information and adjacency tables contain forwarding information.
Cisco Express Forwarding tables contain forwarding information and adjacency tables contain reachability information.
Changing MAC header rewrite strings requires cache validation.

Adjacency tables and Cisco Express Forwarding tables can be built separately.

Adjacency tables and Cisco Express Forwarding tables require packet process-switching.

moow?>

Correct Answer: AD
Section: Network Principles
Explanation

Explanation/Reference:
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Main Components of CEF

Information conventionally stored in a route cache is stored in several data structures for Cisco Express Forwarding switching. The data structures

provide optimized lookup for efficient packet forwarding. The two main components of Cisco Express Forwarding operation are the forwarding

information base (FIB) and the adjacency tables.

The FIB is conceptually similar to a routing table or information base. A router uses this lookup table to make destination-based switching decisions

during Cisco Express Forwarding operation. The FIB is updated when changes occur in the network and contains all routes known at the time.

Adjacency tables maintain Layer 2 next-hop addresses for all FIB entries. This separation of the reachability information (in the Cisco Express

Forwarding table) and the forwarding information (in the adjacency table), provides a number of benefits:

= The adjacency table can be built separately from the Cisco Express Forwarding table, allowing both to be built without any packets being process-
switched.

= The MAC header rewrite used to forward a packet is not stored in cache entries, so changes in a MAC header rewrite string do not require validation
of cache entries.

Reference: http://www.cisco.com/c/en/us/td/docs/ios-xml/ios/ipswitch_cef/configuration/15- mt/isw-cef-15-mt-book/isw-cef-overview.html

QUESTION 26
Refer to the exhibit.

Switch#show spanning-tree
VLANOOOL
Spanning tree enabled protocol ieee

Eoot ID Prioricy 32TES
Address 00la. Eddb. c500
This bridge is the root
Hello Time 2 gec Max Age 20 zec Forward Delay 15 =ec

Bridge ID Prioritcy 327e% (priority 3ZTeB sys-id-ext 1)
Address 00la.eddb. c500
Hello Time Z gec Max Age 20 sec Forvard Delay 15 sec
Aging Time 15

Interface Bole S5ts Cost Prio.Hbr Type

If you change the Spanning Tree Protocol from pvst to rapid-pvst, what is the effect on the interface Fa0/1 port state?
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Correct Answer: C
Section: Layer 2 Technologies

Explanation

Explanation/Reference:

Explanation:

It transitions to the listening state, and then the forwarding state.
It transitions to the learning state and then the forwarding state.
It transitions to the blocking state, then the learning state, and then the forwarding state.
It transitions to the blocking state and then the forwarding state.

A VCEPlus

First, the port will transition to the blocking state, immediately upon the change, then it will transition to the new RSTP states of learning and forwarding.

Port States

There are only three port states left in RSTP that correspond to the three possible operational states. The 802.1D disabled, blocking, and listening states
are merged into a unique 802.1w discarding state.

iy o II;fli;tEd in ﬁ:::;':ng
(802.1D) (802.1w) .
Port State  [Port State Aty e
Topology? |[Addresses?
Disabled Discarding (No No
Blocking Discarding (No No
Listening Discarding  |Yes No
Learning Learning Yes Yes
Forwarding |Forwarding |(Yes Yes
QUESTION 27

Which type of port would have root guard enabled on it?

A root port

Cow>»

An alternate port
A blocked port
A designated port

Correct Answer: D
Section: Layer 2 Technologies
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Explanation

Explanation/Reference:

Explanation:

The root guard feature provides a way to enforce the root bridge placement in the network.

The root guard ensures that the port on which root guard is enabled is the designated port. Normally, root bridge ports are all designated ports, unless
two or more ports of the root bridge are connected together. If the bridge receives superior STP Bridge Protocol Data Units (BPDUS) on a root guard-
enabled port, root guard moves this port to a root-inconsistent STP state. This root- inconsistent state is effectively equal to a listening state. No traffic is
forwarded across this port. In this way, the root guard enforces the position of the root bridge.

Reference. http://www.cisco.com/c/en/us/support/docs/lan-switching/spanning-tree- protocol/10588-74.html

QUESTION 28
Refer to the exhibit.
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Priarity: 32764
MAC Address:
f4ac.clcd 2bE0

Priarity: 32764
MAC Address:
fac.cicd. 2bB1
19 19
19 ~19
Priority: 32768 Priority: 32768

MAC Address: 4
fdac.clcd 2bA3

fdac.clcd 2bB4

Pricrity: 32768
MAC Address: g?

Pricrty; 32768
MAC Address:
fdac.c1cd 2bBG

MAC Address:
fdac.clcd 2ba2

Priority: 32768
MAC Address:
f4ac.clcd 2bB5

A VCEPlus

All switches have default bridge priorities, and originate BPDUs with MAC addresses as indicated. The numbers shown are STP link metrics. Which two

ports are forwarding traffic after STP converges? (Choose two.)

A. The port connecting switch SWD with switch SWE
B. The port connecting switch SWG with switch SWF
C. The port connecting switch SWC with switch SWE
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D. The port connecting switch SWB with switch SWC

Correct Answer: CD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Here, we know SWB to SWC are forwarding because we already identified the blocking port. So for the last correct answer let's consider what must be
done to prevent a switch loop between SWC/SWD/SWE. SWE to SWD will be blocked because SWC has a lower MAC address so it wins the
forwarding port. And to look at it further, you could try to further understand what would happen with ports on SWG. Would the ports on SWG try to go
through SWE or SWF? SWE has the lower MAC address so the port from SWG to SWE would win the forwarding election.

Therefore, answer B could never be correct.

QUESTION 29
Refer to the exhibit.

Switch# show ip igmp snooping mrouter
Vlian ports

10 Gi2/0/1 (dynamic), Router

20 GiZ2/0/1 (dynamic), Router

Which three statements about the output are true? (Choose three.)

An mrouter port can be learned by receiving a PIM hello packet from a multicast router.

This switch is configured as a multicast router.

Gi2/0/1 is a trunk link that connects to a multicast router.

An mrouter port is learned when a multicast data stream is received on that port from a multicast router.
This switch is not configured as a multicast router. It is configured only for IGMP snooping.

IGMP reports are received only on Gi2/0/1 and are never transmitted out Gi2/0/1 for VLANs 10 and 20.

mmoow>

Correct Answer: ABC
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:
In this example, the switch has been configured as a multicast router since IGMP snooping has been enabled. All mrouters can learn about other
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mrouters by receiving a PIM hello packet from another multicast router. Also, since two different VLANSs are being used by the same port of gi 2/0/1, it
must be a trunk link that connects to another multicast router.

QUESTION 30
Refer to the exhibit.

Switch#show int fastEthernetl/l switchport

Hame: FaO/s1

Switchport: Enabled

Administrative Mode: dynamic auto

Operational Mode: static access

Administrative Trunking Encapsulation: dotlg
Operational Trunking Encapsulation: native
Hegotiation of Trunking: On

Access Mode VLAN: 2 (VLANOOOZ)

Trunking Native Mode VLAN: 3 (VLANODDI)
Administrative Native VLAN tagging: enabled

Voice VLAIN: none

Administrative private-vlan host-association: none
Administrative private-vlan mapping: none
Administrative private-vlan trunk native VLAN: none
Administrative private-vlan trumnk Native VLAN tagging: enabled
Administrative private-vlan trunk encapsulation: dotlg
Administrative private-vlan trunk normal VLANS: none
Administrative private-vlan trunk private VLANs: none
Operational private-vlan: none

Trunking V9LANs Enabled: ALL

Pruning VLANs Enabled: Z-100L

Capture Mode Disabled

Capture VLANs Allowed: ALL

Protected: false

Unknown unicast blocked: disabled
Unknown multicast blocked: disabled
Appliance trust: none

If a port is configured as shown and receives an untagged frame, of which VLAN will the untagged frame be a member?

A. VLAN 1
B. VLAN 2
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C. VLAN 3
D. VLAN 4

Correct Answer: B
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

When typing:

Switch(config-ifyj#switchport mode ?

access Set trunking mode to ACCESS unconditionally

dynamic Set trunking mode to dynamically negotiate access or trunk mode

trunk Set trunking mode to TRUNK unconditionally

and

Switch(config-ifyj#switchport mode dynamic ?

auto Set trunking mode dynamic negotiation parameter to AUTO

desirable Set trunking mode dynamic negotiation parameter to DESIRABLE

So if we configure Fa0/1 as dynamic auto mode, it will not initiate any negotitation but waiting for the other end negotiate to be a trunk with DTP. If the
other end does not ask it to become a trunk then it will become an access port. Therefore when using the "show interface fastEthernet0/1 switchport"
command we will see two output lines "Administrative Mode. dynamic auto" and "Operational Mode. static access"

Note. To set this port to VLAN 2 as the output above just use one additional command. "switchport access vian 2".

Now back to our question, from the output we see that Fa0/1 is operating as an access port on VLAN 2 so if it receive untagged frame it will suppose
that frame is coming from VLAN 2.

QUESTION 31
Refer to the exhibit.

switch#show interfaces switchport backup detail

Switch Backup Interface Pairs:

Aotive Interface Backup Interface State

FastEthernetl/1 FastEthernetd/Z Aetive Up/Backup Standby
Interface Pair : Fa0/s1l, FaO/Z

Preemption Mode @ off

Bandwidth : 100000 Fbit (Fal/l), 10000 Fbic (Fal/2)
Mac Address Move Update Vlan : auto
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Which statement describes the effect on the network if FastEthernet0/1 goes down temporarily?

FastEthernet0/2 forwards traffic only until FastEthernet0/1 comes back up.
FastEthernet0/2 stops forwarding traffic until FastEthernet0/1 comes back up.
FastEthernet0/2 forwards traffic indefinitely.

FastEthernet0/1 goes into standby.

Cow>»

Correct Answer: C
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Use the switchport backup interface interface configuration command on a Layer 2 interface to configure Flex Links, a pair of interfaces that provide
backup to each other. Use the no form of this command to remove the Flex Links configuration.

With Flex Links configured, one link acts as the primary interface and forwards traffic, while the other interface is in standby mode, ready to begin
forwarding traffic if the primary link shuts down. The interface being configured is referred to as the active link; the specified interface is identified as the
backup link. The feature provides an alternative to the Spanning Tree Protocol (STP), allowing users to turn off STP and still retain basic link
redundancy.

Reference. http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst2960/software/release/12- 2_53 _se/command/reference/2960ComRef/
cli3.html#wp3269214

QUESTION 32
Refer to the exhibit.
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Which technology does the use of bi-directional BPDUSs on all ports in the topology support?

RSTP

MST

Bridge Assurance
Loop Guard

Root Guard
uUDLD

mmoow>

Correct Answer: C
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Spanning Tree Bridge Assurance

= Turns STP into a bidirectional protocol

= Ensures spanning tree fails "closed" rather than "open"

= If port type is "network" send BPDU regardless of state

= If network port stops receiving BPDU it's put in BA-inconsistent state
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Without Bridge Assurance With Bridge Assurance

Bridge Assurance (BA) can help protect against bridging loops where a port becomes designated because it has stopped receiving BPDUs. This is
similar to the function of loop guard.

Reference. http://lostintransit.se/tag/convergence/

QUESTION 33
Which two statements are true about an EPL? (Choose two.)

It is a point-to-point Ethernet connection between a pair of NNIs.
It allows for service multiplexing.

It has a high degree of transparency.

The EPL service is also referred to as E-line.

Cow>

Correct Answer: CD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Ethernet private line (EPL) and Ethernet virtual private line (EVPL) are carrier Ethernet data services defined by the Metro Ethernet Forum. EPL provides
a point-to-point Ethernet virtual connection (EVC) between a pair of dedicated usernetwork interfaces (UNIs), with a high degree of transparency. EVPL
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provides a point-to-point or point-to-multipoint connection between a pair of UNIs.

The services are categorized as an E-Line service type, with an expectation of low frame delay, frame delay variation and frame loss ratio. EPL is
implemented using a point-to-point (EVC) with no Service Multiplexing at each UNI (physical interface), i.e., all service frames at the UNI are mapped to
a single EVC (a.k.a. all-to-one bundling).

Reference. http://en.wikipedia.org/wiki/Ethernet_Private_Line

QUESTION 34
Which two statements describe characteristics of HDLC on Cisco routers? (Choose two.)

It supports multiple Layer 3 protocols.

It supports multiplexing.

It supports only synchronous interfaces.
It supports authentication.

Cow>»

Correct Answer: AC
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Cisco High-Level Data Link Controller (HDLC) is the Cisco proprietary protocol for sending data over synchronous serial links using HDLC. Cisco HDLC
also provides a simple control protocol called Serial Line Address Resolution Protocol (SLARP) to maintain serial link keepalives. Cisco HDLC is the
default for data encapsulation at Layer 2 (data link) of the Open System Interconnection (OSI) stack for efficient packet delineation and error control.
The absence of a protocol type field in the HDLC header posed a problem for links that carried traffic from more than one Layer 3 protocol. Cisco,
therefore, added an extra Type field to the HDLC header, creating a Cisco-specific version of HDLC. Cisco routers can support multiple network layer
protocols on the same HDLC link. For example an HDLC link between two Cisco routers can forward both IPv4 and IPv6 packets because the Type field
can identify which type of packet is carried inside each HDLC frame.

Reference.
http://www.cisco.com/c/en/us/td/docs/routers/access/800/819/software/configuration/Guide/819 S CG/6ser_conf.html#pgfld-1073734

QUESTION 35
Which mechanism can be used on Layer 2 switches so that only multicast packets with downstream receivers are sent on the multicast router-
connected ports?

IGMP snooping
Router Guard
PIM snooping
multicast filtering

Cow>»
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Correct Answer: C
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Ideally, the Layer 2 device should forward the multicast transmission only out ports to which receivers are connected and also out any ports that are

connected to downstream multicast routers. This configuration requires a Layer 2 device to be able to determine the ports on which multicast routers

and receivers for each separate (S,G) or (*,G) multicast group are located. To facilitate intelligent forwarding of multicast traffic on the LAN, Cisco

Catalyst switches support two mechanisms:

= IGMP snooping-- The switch listens in or "snoops" IGMP communications between receivers and multicast routers. This snooping enables the
switch to determine which ports are connected to receivers for each multicast group and which ports are connected to multicast routers.

= Cisco Group Management Protocol (CGMP)-- The switch communicates with multicasts routers, with multicast routers relaying group membership
information to switches.

Reference. https://www.informit.com/library/content.aspx?
b=CCNP_Studies_Switching&seqNum=59

QUESTION 36
Which statement is true about Fast Link Pulses in Ethernet?

They are used during collision detection.

They are used only if the media type is optical.
They are part of UniDirectional Link Detection.
They are used during autonegotiation.

Cow>»

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

To make sure that your connection is operating properly, IEEE 802.3 Ethernet employs normal link pulses (NLPs), which are used for verifying link
integrity in a 10BaseT system. This signaling gives you the link indication when you attach to the hub and is performed between two directly connected
link interfaces (hub-to-station or station-to-station). NLPs are helpful in determining that a link has been established between devices, but they are not a
good indicator that your cabling is free of problems.

An extension of NLPs is fast link pulses. These do not perform link tests, but instead are employed in the autonegotiation process to advertise a device'’s
capabilities.

Reference. http://www.cisco.com/en/US/docs/internetworking/troubleshooting/guide/tr1904.html

QUESTION 37
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Which statement is true regarding UDLD and STP timers?

The UDLD message timer should be two times the STP forward delay to prevent loops.

UDLD and STP are unrelated features, and there is no relation between the timers.

The timers need to be synced by using the spanning-tree udld-sync command.

The timers should be set in such a way that UDLD is detected before the STP forward delay expires.

Cow>»

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

UDLD is designed to be a helper for STP. Therefore, UDLD should be able to detect an unidirectional link before STP would unblock the port due to
missed BPDUs. Thus, when you configure UDLD timers, make sure your values are set so that unidirectional link is detected before "STP MaxAge +
2xForwardDelay" expires.

Reference. http://blog.ine.com/tag/stp/

QUESTION 38
Which switching technology can be used to solve reliability problems in a switched network?

fragment-free mode
cut-through mode
check mode
store-and-forward mode

Cow>»

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Characteristics of Store-and-Forward Ethernet Switching

This section provides an overview of the functions and features of store-and-forward Ethernet switches.

Error Checking

Figure 1 shows a store-and-forward switch receiving an Ethernet frame in its entirety. At the end of that frame, the switch will compare the last field of
the datagram against its own frame-check- sequence (FCS) calculations, to help ensure that the packet is free of physical and data-link errors.

The switch then performs the forwarding process.

Whereas a store-and-forward switch solves reliability issues by dropping invalid packets, cut- through devices forward them because they do not get a
chance to evaluate the FCS before transmitting the packet.

www.vceplus.com - Download A+ VCE (latest) free Open VCE Exams - VCE to PDF Converter - VCE Exam Simulator - VCE Online - IT Certifications



Figure 1. Ethernet Frame Entering a Store-and-Forward Bridge or Switch (from Left to Right)
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Store-and-Forward Switching Entails Receipt of the Entire Frame (Up to About 9200

Bytes for Jumbo Frames) Before a Forwarding Decision Is Made

Reference. http://www.cisco.com/c/en/us/products/collateral/switches/nexus-5020- switch/white_paper_c11-465436.html

QUESTION 39
Refer to the exhibit.

A VCEPlus
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Priarity: 32764
MAC Address:
f4ac.clcd 2bE0

Priarity: 32764
MAC Address:
fac.cicd. 2bB1
19 19
19 ~19
Priority: 32768 Priority: 32768

MAC Address: 4
fdac.clcd 2bA3

fdac.clcd 2bB4

Pricrity: 32768
MAC Address: g?

Pricrty; 32768
MAC Address:
fdac.c1cd 2bBG

MAC Address:
fdac.clcd 2ba2

Priority: 32768
MAC Address:
f4ac.clcd 2bB5

A VCEPlus

All switches have default bridge priorities, and originate BPDUs with MAC addresses as indicated. The numbers shown are STP link metrics. Which two

ports are in blocking state after STP converges? (Choose two.)

A. the port on switch SWD that connects to switch SWE
B. the port on switch SWF that connects to switch SWG
C. the port on switch SWD that connects to switch SWC
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D. the port on switch SWB that connects to switch SWD

Correct Answer: CD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

This is a scenario that wants you to demonstrate understanding of the Root switch and Root port election process. So, it's best to start with where the
root switch will be and work down from there. It's setup nicely because the lowest MAC address switch starts at the top and then the lower priority/higher
mac addresses move down the architecture. SWA wins the root election and of course all ports in SWA are forwarding. SWB introduces the possibility
for a switching loop so it's important to understand which ports will be put into the blocking state. Since SWD is a higher MAC address it will end up with
a blocked port connected to SWB to prevent a loop: and this is one of the correct answers. To prevent the possibility of another potential switching loop,
SWD again ends up with the higher MAC address so blocking the link between D and C prevents a B/C/D switching loop.

QUESTION 40
Which statement is true about IGMP?

Multicast sources send IGMP messages to their first-hop router, which then generates a PIM join message that is then sent to the RP.
Multicast receivers send IGMP messages to their first-hop router, which then forwards the IGMP messages to the RP.

IGMP messages are encapsulated in PIM register messages and sent to the RP.

Multicast receivers send IGMP messages to signal their interest to receive traffic for specific multicast groups.

Cow>

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:
Explanation:
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Receiver D

In the example shown above, the receivers (the designated multicast group) are interested in receiving the video data stream from the source. The
receivers indicate their interest by sending an Internet Group Management Protocol (IGMP) host report to the routers in the network. The routers are
then responsible for delivering the data from the source to the receivers.

Reference.
http://www.cisco.com/c/en/us/td/docs/ios/solutions_docs/ip_multicast/White_papers/mcst_ovr.html

QUESTION 41
Which two statements are true about RSTP? (Choose two.)

By default, RTSP uses a separate TCN BPDU when interoperating with 802.1D switches.

By default, RTSP does not use a separate TCN BPDU when interoperating with 802.1D switches.

If a designated port receives an inferior BPDU, it immediately triggers a reconfiguration.

By default, RTSP uses the topology change TC flag.

If a port receives a superior BPDU, it immediately replies with its own information, and no reconfiguration is triggered.

moow>»

Correct Answer: BD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:
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The RSTP does not have a separate topology change notification (TCN) BPDU. It uses the topology change (TC) flag to show the topology changes.
Reference. http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst2950/software/release/12- 1_9 eal/configuration/guide/scg/swmstp.html

QUESTION 42
Refer to the exhibit.

switch#show spanning-tree detail

MSTO is executing the mstp compatible Spanning Tree protocol
Bridge Identifier has priority 32768, sysid 0, address fd4ac.clc4.ZbB0
Configured hello time Z, max age 20, forward delay 15, transmit hold-count &
Current root has priority 24576, address 0019.07aa.B%acO

RBoot port is 5& ([Port-channell), cost of root path is 0O
Topology change flag not set, detected flag not set
Number of topology changes 296 last change occurred 00:01:17 ago

from GigabitEthernetd/15

Which two statements are true about the displayed STP state? (Choose two.)

A. The STP version configured on the switch is IEEE 802.1w.

B. Port-channel 1 is flapping and the last flap occurred 1 minute and 17 seconds ago.
C. The switch does not have PortFast configured on Gi0/15.

D. BPDUs with the TCN bit set are transmitted over port channel 1.

Correct Answer: CD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:
Explanation:

A port enabled with portfast will not send topology changes when a port goes up or down, but here we see that 296 TCN'’s were sent so we know that Gi
0/15 does not have portfast enabled. TCN's are sent using BPDU's over the root port, which we see is port channel 1.

QUESTION 43
DRAG DROP
Drag and drop the multicast protocol definition on the left to the correct default time interval on the right.

Select and Place:
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Cirag and drop the multicast protocol definition on the left to the correct default time interval on the right.

IGMPvZ query interval 30 seconds

IGMPwZ querier timeout

[GMPv1 query interval 60 seconds

PIMv1 query interval

IGMPv3 query interval

120 seconds

Correct Answer:
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Cirag and drop the multicast protocol definition on the left to the correct default time interval on the right.

30 seconds

PIMy1 query interval

G0 seconds

IGMPvZ query interval

IGMPv1 query interval

IGMPY3 query interval

120 seconds

IGMPvZ querier timeout

Section: Layer 2 Technologies
Explanation

Explanation/Reference:

QUESTION 44
When you migrate a network from PVST+ to rapid-PVST+, which two features become inactive? (Choose two.)

Root guard
Loop guard
UplinkFast
UDLD
BackboneFast

moow>»
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F. Bridge Assurance

Correct Answer: CE
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

It is good to know the UplinkFast and BackboneFast behavior before you start the migration process.
Here, the Accessl switch runs Cisco 10S. This output is taken before migration to the rapid-PVST+ mode:
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Accesslishow spamnning-tree vlan 10

Spanning tree enabled protocol ieee

VLANOOLO
Root ID Prioricy
Lddress
Cost
Fort

Hello Time

Bridge ID Priority
Lddre=ss
Hello Time

24586

0015.63£6.0700

3019

107 (FastEthernet3/0/1)

2 sec Max Age 20 sec Forward Delay 15 sec

49162 (priority 49152 sys-id-ext 10)
000E£.£794 .3d400
2 zec Max Age 20 sec Forward Delay 15 sec

Lging Time 300

Uplinkfast enabled

Interface Eole St=s Cost Brio.Nbr Type
Fa3/0/1 Root FWD 3019 128.107 PB2p
Fa3/0/2 Altn BLE 3015 128.108 P2p

Accesslishow spamming-tree summary

Switch i= in pvst mode
Boot bridge for: none
Extended system ID
Portfast Default

iz enabled
iz disabled

PortFast BEPIU Guard Default is enabled
Portfast BPIU Filter Defanlt is disabled

Loopguard Default

iz disabled

EctherChanne]l misconfig guard is enabled

UplinkFast
BackboneFast

iz enabled
iz enabled

Configured Pathcost method used is short

VLANOO1O0
VLANOOZ0

2 vlans

Blocking Listening Learning Forwarding STP Active

i a 0 1 2
i a 0 1 P
2 0 0 2 g

Thi= output i=s taken after the mode i=s changed to rapid-PVST4:

Brcesslifshow spannino-tree wlan 10

A VCEPlus
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You can see in the show spanning-tree summary command output that UplinkFast and BackboneFast are enabled, but are inactive in rapid-PVST
mode.

Reference. http://www.cisco.com/c/en/us/support/docs/switches/catalyst-6500-series- switches/72836-rapidpvst-mig-config.html#upbackl

QUESTION 45
Which statement is true about LLDP?

LLDP provides VTP support.

LLDP does not use a multicast address to communicate.

LLDP can indicate only the duplex setting of a link, and not the speed capabilities.
LLDP does not support native VLAN indication.

Cow>»

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:
Explanation:
Cisco Discovery Protocol Versus LLDP-MED TLV Comparison

TLV Function LLOP TLV | Cisco Discovery Protocol
TLV
M ative WLAN =support-Indicates the native No Mative WVLAN TLV
WLAN
Reference.

http://www.cisco.com/en/US/technologies/tk652/tk701/technologies_white_paper0900aecd804cd4 6d.html

QUESTION 46
Which statement is true when using a VLAN ID from the extended VLAN range (10064094)?

VLANSs in the extended VLAN range can be used with VTPV2 in either client or server mode.
VLANSs in the extended VLAN range can only be used as private VLANS.

STP is disabled by default on extended-range VLANS.

VLANS in the extended VLAN range cannot be pruned.

Cow>

Correct Answer: D
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Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Enabling VTP pruning on a VTP server enables pruning for the entire management domain. Making VLANSs pruning-eligible or pruning-ineligible affects
pruning eligibility for those VLANSs on that device only (not on all switches in the VTP domain). VTP pruning takes effect several seconds after you
enable it. VTP pruning does not prune traffic from VLANSs that are pruning- ineligible. VLAN 1 and VLANs 1002 to 1005 are always pruning-ineligible;
traffic from these VLANs cannot be pruned. Extended-range VLANs (VLAN IDs higher than 1005) are also pruning- ineligible.

Reference. http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst3550/software/release/12- 1 13 eal/configuration/guide/3550scg/
swvtp.html#wpxref48156

QUESTION 47
Which statement is true about trunking?

Cisco switches that run PVST+ do not transmit BPDUs on nonnative VLANs when using a dotlq trunk.
When removing VLAN 1 from a trunk, management traffic such as CDP is no longer passed in that VLAN.
DTP only supports autonegotiation on 802.1q and does not support autonegotiation for ISL.

DTP is a point-to-point protocol.

Cow>»

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Ethernet trunk interfaces support different trunking modes. You can set an interface as trunking or nontrunking or to negotiate trunking with the
neighboring interface. To autonegotiate trunking, the interfaces must be in the same VTP domain.

Trunk negotiation is managed by the Dynamic Trunking Protocol (DTP), which is a Point-to-Point Protocol. However, some internetworking devices
might forward DTP frames improperly, which could cause misconfigurations.

Reference. http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst3750/software/release/12- 2_55 se/configuration/guide/scg3750/swvlan.html

QUESTION 48
Which three statements are true about an EtherChannel? (Choose three.)

PAGP and LACP can be configured on the same switch if the switch is not in the same EtherChannel.
EtherChannel ports in suspended state can receive BPDUs but cannot send them.

An EtherChannel forms between trunks that are using different native VLANS.

LACP can operate in both half duplex and full duplex, if the duplex setting is the same on both ends.

Cow>»
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E. Ports with different spanning-tree path costs can form an EtherChannel.

Correct Answer: ABE
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Answer A. EtherChannel groups running PAgP and LACP can coexist on the same switch or on different switches in the stack. Individual EtherChannel
groups can run either PAgP or LACP, but they cannot interoperate.

Answer B:

EtherChannel Member Port States

Port
States Description

bundled The port iz part ofan EtherChannel and can send and receive BPDU=s and
data traffic.

suspended | The port is not part ofan EtherChannel. The port can receive BPDUs but
cannot send them. Data traffc iz blocked.

standalone | The port is not bundled in an EtherChannel. The port functions as a
standalone data port. The port can send and receive BPDU s and data fraffic.

Answer E. Ports with different spanning-tree path costs can form an EtherChannel if they are otherwise compatibly configured. Setting different
spanning-tree path costs does not, by itself, make ports incompatible for the formation of an EtherChannel.

Reference. http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst2960x/software/15- 0_2_ EX/layer2/configuration_guide/b_lay2_ 152ex_2960-x_cg/
b_lay2 152ex 2960- x_cg_chapter_010.html

QUESTION 49
Refer to the exhibit.
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Which statement about configuring the switch to manage traffic is true?

A. The switchport priority extend cos command on interface FastEthernet0/0 prevents traffic to and from the PC from taking advantage of the high-
priority data queue that is assigned to the IP phone.

B. The switchport priority extend cos command on interface FastEthernet0/0 enables traffic to and from the PC to use the high priority data queue that
is assigned to the IP phone.

C. When the switch is configured to trust the CoS label of incoming traffic, the trusted boundary feature is disabled automatically.
D. The mls qos cos override command on interface FastEthernet0/0 configures the port to trust the CoS label of traffic to and from the PC.

Correct Answer: A
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

In some situations, you can prevent a PC connected to the Cisco IP Phone from taking advantage of a high-priority data queue. You can use the
switchport priority extend cos interface configuration command to configure the telephone through the switch CLI to override the priority of the traffic
received from the PC.

Reference. http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst2950/software/release/12- 1_22 ea2/configuration/guide/2950scg/swqos.html
QUESTION 50

DRAG DROP

Drag and drop the PPPoE packet type on the left to the corresponding description on the right.

Select and Place:

www.vceplus.com - Download A+ VCE (latest) free Open VCE Exams - VCE to PDF Converter - VCE Exam Simulator - VCE Online - IT Certifications



3 VCEPlus

Drag and drop the PPPoE packet type on the left to the corresponding description on the right.

A packet that is sent with the destination_addr set to the broadcast address. The |

FPADR PR i
indicates the type of senvice requested.

A packetthat is sent with the destination_addr set to the unicast address of the P

PADT : ; ;
client. The packet contains an offer for the client.

A packetthatis sent from the PPPoE client with the destination_addr set to the ch
PADO access concentrator,
The packet contains a session request from the client.

A packetthatis sent as confirmation to the client.

PADI
The packet contains the unigque PPFPoE session 1D,

PADS A packetthat is sent to terminate the PPPoE session.

Correct Answer:
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Drag and drop the PPPoE packet type on the left to the corresponding description on the right.

FADI

PADO

PADR

PADS

PADT

Section: Layer 2 Technologies
Explanation

Explanation/Reference:

QUESTION 51
What is the destination multicast MAC address for BPDUs on the native VLAN, for a switch that is running 802.1D?

0185. C400. 0000
0100.0CCcC.CCcCC
0100.0CCcC.CCCD
0180.C200.0000

Cow>

www.vceplus.com - Download A+ VCE (latest) free Open VCE Exams - VCE to PDF Converter - VCE Exam Simulator - VCE Online - IT Certifications



A VCEPlus

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

If the native vlan is 1:

A STP BPDU for VLAN 1 will be sent untagged to MAC 0180.c200.0000 (this is the common spanning tree)

A PVST+ BPDU for VLAN 1 will be sent untagged to MAC 0100.0ccc.cccd

A PVST+ BPDU for all other vlans will be sent with a 802.1Q tag to MAC 0100.0ccc.cccd (with a PVID = to the VLAN)
If the native vlan is not 1:

A STP BPDU for VLAN 1 will be sent untagged (on the native vlan) to MAC 0180.¢200.0000 (this is the common spanning tree)
A PVST+ BPDU for VLAN1 will be sent with a 802.1Q tag to MAC 0100.0ccc.cccd (with a PVID=1)

A PVST+ BPDU for the native vlan will be sent untagged to MAC 0100.0ccc.cccd (with a PVID=native vlan)

A PVST+ BPDU for all other vlans will be sent with a 802.1Q tag to MAC 0100.0ccc.cccd (with a PVID = to the VLAN)

QUESTION 52
Refer to the exhibit.
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Priarity: 32764
MAC Address:
f4ac.clcd 2bE0

fdac.clcd 2bA3
4

fdac.clcd 2bB4

Pricrty; 32768
MAC Address:
fdac.c1cd 2bBG

Priarity: 32764
MAC Address:
fac.cicd. 2bB1
19 19
19 ~19
Priority: 32768 Priority: 32768

MAC Address: 4 MAC Address:
fdac.clcd 2ba2

f4ac.clcd 2bB5

Priority: 32768 Priority: 32768
MAC Address: 57 MAC Address:

All switches have default bridge priorities, and originate BPDUs with MAC addresses as indicated.

The numbers shown are STP link metrics.

A VCEPlus

After STP converges, you discover that traffic from switch SWG toward switch SWD takes a less optimal path. What can you do to optimize the STP

tree in this switched network?

A. Change the priority of switch SWA to a lower value than the default value.
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B. Change the priority of switch SWB to a higher value than the default value.
C. Change the priority of switch SWG to a higher value than the default value.
D. Change the priority of switch SWD to a lower value than the default value.

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

In this topology, we see that all port paths and priorities are the same, so the lowest MAC address will be used to determine the best STP path. From
SWG, SWE will be chosen as the next switch in the path because it has a lower MAC address than SWF. From SWE, traffic will go to SWC because it
has a lower MAC address, and then to SWD, instead of going from SWE directly to SWD. If we lower the priority of SWD (lower means better with STP)
then traffic will be sent directly to SWD.

QUESTION 53
Which three statements are true about VSS? (Choose three.)

VSS separates the control planes of the active and the standby chassis.

Configuration changes can be made on both active and standby chassis.

When the VSS active chassis recovers after a failure, it initiates a switchover and takes on the active role again.
VSS unifies the control planes of the active and the standby chassis.

HSRP configuration is not required to run VSS.

The VSS standby chassis monitors the VSS active chassis using the VSL.

mmoow>»

Correct Answer: DEF
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

VSS operates on a unified control plane with a distributed forwarding architecture in which the active supervisor (or switch) is responsible for actively
participating with the rest of the network and for managing and maintaining control plane information.

VSS actually removes the need for a next-hop redundancy protocol like HSRP or VRRP. These first-hop redundancy protocols are usually heavily tied to
a fast-converging routing protocol like EIGRP, and still require that each device maintain its own control plane.

The standby chassis monitors the active chassis using the VSL. If it detects failure, the standby chassis initiates a switchover and takes on the active
role. When the failed chassis recovers, it takes on the standby role.

Reference. http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst6500/ios/15- 1SY/config_guide/sup2T/15_1 sy swcg_2T/
virtual_switching_systems.pdf
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Which flag in a configuration BPDU instructs all switches to shorten their bridge table aging process from the default 300 seconds to the current forward
delay value?

topology change bit

topology change acknowledgment bit
priority bit

max-age bit

Cow>»

Correct Answer: A
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

The Root Bridge continues to set the Topology Change flag (TCN bit) in all Configuration BPDUs that it sends out for a total of Forward Delay + Max Age
seconds (default = 35 (20+15) seconds). This flag instructs all bridges to shorten their MAC address table (Bridge table) aging process from the default
value of 300 seconds to the current Forward Delay value of the bridge (default=15 seconds).

The TCA flag is set by the upstream bridge to tell the downstream bridges to stop sending TCN BPDUs. The TC flag is set in configuration BPDU by the
Root Bridge to shorten the bridge table age-out period from default 300 seconds to Forward Delay seconds.

QUESTION 55
Refer to the exhibit.
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e
/N

Join

29222 Y —

Host & Host B

Which technology can be used on the switch to enable host A to receive multicast packets for 239.2.2.2 but prevent host B from receiving them?

IGMP filtering
MLD snooping
IGMP snooping
MLD filtering

Cow>»

Correct Answer: C
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

IGMP snooping is the process of listening to Internet Group Management Protocol (IGMP) network traffic. The feature allows a network switch to listen
in on the IGMP conversation between hosts and routers. By listening to these conversations the switch maintains a map of which links need which IP
multicast streams. Multicasts may be filtered from the links which do not need them and thus controls which ports receive specific multicast traffic.

QUESTION 56
Which option describes the purpose of the PPP endpoint discriminator?

A. ltidentifies the maximum payload packet.
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B. It notifies the peer that it prefers 12-bit sequence numbers.
C. ltidentifies the system attached to the link.
D. It determines whether a loopback is on the link.

Correct Answer: C
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

In situations in which many clients use the same username to initiate an MP connection, or when interoperating with non-Cisco routers, you need to
control the order in which the bundle name is created. It is necessary to configure the access server to create a bundle name based on the endpoint
discriminator first, the username second, or both. The endpoint discriminator identifies the system transmitting the packet and advises the network
access server (NAS) that the peer on this link could be the same as the peer on another existing link. Because every client has a unique endpoint
discriminator, only multiple links from the same client are bundled into a single unique MP connection. For example, consider when two PC clients
initiate a multilink connection to an access server using the same username. If the multilink bundle name is established based on the endpoint
discriminator first, then on the username or on both, the NAS can accurately bundle the links from each client using the endpoint discriminator as a
bundle name. This bundle name is unique to the peer system transmitting the packet.

Reference. http://www.cisco.com/c/en/us/support/docs/wan/point-to-point-protocol-ppp/10238- mppp-bundle-name.html

QUESTION 57
Which option describes how a VTPv3 device responds when it detects a VTPv2 device on a trunk port?

It sends VTPv3 packets only.

It sends VTPv2 packets only.

It sends VTPv3 and VTPv2 packets.

It sends a special packet that contains VTPv3 and VTPv2 packet information.

Cow>

Correct Answer: C
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

When a VTP version 3 device on a trunk port receives messages from a VTP version 2 device, the VTP version 3 device sends a scaled-down version
of the VLAN database on that particular trunk in a VTP version 2 format. A VTP version 3 device does not send out VTP version 2-formatted packets on
a trunk port unless it first receives VTP version 2 packets on that trunk. If the VTP version 3 device does not receive VTP version 2 packets for an
interval of time on the trunk port, the VTP version 3 device stops transmitting VTP version 2 packets on that trunk port.

Even when a VTP version 3 device detects a VTP version 2 device on a trunk port, the VTP version 3 device continues to send VTP version 3 packets in
addition to VTP version 3 device 2 packets, to allow two kinds of neighbors to coexist on the trunk. VTP version 3 sends VTP version 3 and VTP version
2 updates on VTP version 2-detected trunks.

www.vceplus.com - Download A+ VCE (latest) free Open VCE Exams - VCE to PDF Converter - VCE Exam Simulator - VCE Online - IT Certifications



A VCEPlus

Reference. http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst6500/ios/12- 2SX/configuration/guide/book/vtp.html

QUESTION 58
Which three statements about bridge assurance are true? (Choose three.)

Bridge assurance must be enabled on both ends of a link.

Bridge assurance can be enabled on one end of a link or on both ends.

Bridge assurance is enabled on STP point-to-point links only.

Bridge assurance is enabled on STP multipoint links only.

If a bridge assurance port fails to receive a BPDU after a timeout, the port is put into a blocking state.

If a bridge assurance port fails to receive a BPDU after a timeout, the port is put into an error disabled state.

mmoow2>

Correct Answer: ACE
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Bridge Assurance is enabled by default and can only be disabled globally. Also, Bridge Assurance can be enabled only on spanning tree network ports
that are point-to-point links. Finally, both ends of the link must have Bridge Assurance enabled.

With Bridge Assurance enabled, BPDUs are sent out on all operational network ports, including alternate and backup ports, for each hello time period. If
the port does not receive a BPDU for a specified period, the port moves into the blocking state and is not used in the root port calculation. Once that port
receives a BPDU, it resumes the normal spanning tree transitions.

Reference:
http://www.cisco.com/c/en/us/td/docs/switches/datacenter/nexus5000/sw/configuration/guide/cli/C LIConfigurationGuide/SpanningEnhanced.html

QUESTION 59
What is the hop limit for an MLD message?

1

2
15
255

Cow>»

Correct Answer: A
Section: Layer 2 Technologies
Explanation

Explanation/Reference:
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MLD uses the Internet Control Message Protocol (ICMP) to carry its messages. All MLD messages are link-local with a hop limit of 1, and they all have
the alert option set. The alert option implies an implementation of the hop-by-hop option header.

Reference. http://www.cisco.com/c/en/us/td/docs/ios-xml/ios/ipmulti_Ism/configuration/xe-3s/imc- Ism-xe-3s-book/ipv6-mcast-mld-xe.html
QUESTION 60

DRAG DROP

Drag and drop the LACP elements on the left into the correct priority order in the hot-standby port-selection process on the right.

Select and Place:

Drag and drop the LACP elements on the left into the correct priarity order in the hot-standby port-selection process on the right.
switch MAC address 1
port number 2
LACP system priority 3
LACFE port priority 4

Correct Answer:

Crag and drop the LACP elements on the left into the correct priority order in the hot-standby port-selection process on the right.

LACPE system priority

switch MAC address

LACPE port priarity

port number

Section: Layer 2 Technologies
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Explanation

Explanation/Reference:

QUESTION 61
Which statement about Cisco Discovery Protocol is true?

A. The multicast address 0100.0cdd.dddd is used as the destination address for periodic advertisements.

B. An inactive VLAN that is configured on an access port passes periodic Cisco Discovery Protocol advertisements.
C. The multicast address 0100.0ccc.ccd is used as the destination address for periodic advertisements.

D. A VLAN must be active on an access port before periodic Cisco Discovery Protocol advertisements are passed.

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

All CDP packets include a VLAN ID. If you configure CDP on a Layer 2 access port, the CDP packets sent from that access port include the access port
VLAN ID. If you configure CDP on a Layer 2 trunk port, the CDP packets sent from that trunk port include the lowest configured VLAN ID allowed on that
trunk port.

CDP messages on the active physical interfaces (Ethernet NIC) to a well-known multicast address (0100.0CCC.CCCC.

QUESTION 62
Which three TLVs does LLDP use to discover network devices? (Choose three.)

Management address
Port description
Network policy
System name
Location information
Power management

mmoow>

Correct Answer: ABD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:
Basic Management TLV Set
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This set includes the following five TLVs used in LLDP:

1. Port description TLV: Provides a description of the port in an alpha-numeric format. The value equals the ifDescr object, if the LAN device supports
RFC 2863.

2. System name TLV: Provides the system’s assigned name in an alpha-numeric format. The value equals the sysName object, if the LAN device
supports RFC 3418.

3. System description TLV: Provides a description of the network entity in an alpha-numeric format. This includes system’s name and versions of
hardware, operating system and networking software supported in the device. The value equals the sysDescr object, if the LAN device supports RFC
3418.

4. System capabilities TLV: Indicates the primary function(s) of the device and whether or not these functions are enabled in the device. The
capabilities are indicated by two octects. Bits 0 through 7 indicate Other, Repeater, Bridge, WLAN AP, Router, Telephone, DOCSIS cable device and
Station respectively. Bits 8 through 15 are reserved.

5. Management address TLV: Indicates the addresses of the local LLDP agent. Other remote managers can use this address to obtain information
related to the local device.

Reference. http://www.eetimes.com/document.asp?doc_id=1272069

QUESTION 63
Which command enables L2 QoS support in all VLANS (including the native VLAN)?

switchport priority extend cos
mls gos trust dscp

mls gos rewrite ip dscp
switchport trunk native vlan tag

Cow>

Correct Answer: D
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

You can enter the switchport trunk native vlan tag command to enable the tagging of native VLAN traffic on a per-port basis. When tagging is enabled,
all the packets on the native VLAN are tagged and all incoming untagged data packets are dropped, but untagged control packets are accepted. When
tagging is enabled, it will allow for L2 QoS support in all VLANS, including the native VLAN.

QUESTION 64
Which two fields reside in the initial CHAP challenge packet? (Choose two.)

the authentication name of the challenger

a random hash value generated by the device
the hashed packet type ID

the packet type ID in clear text

Cow>
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Correct Answer: AD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

When a caller A dials in to an access server B, The Access server sends across the link an initial Type 1 authentication packet called a Challenge. This
Challenge packet contains a randomly generated number, an ID sequence number to identify the challenge (sent in clear text) and the authentication
name of the challenger.

Reference. http://www.rhyshaden.com/ppp.htm

QUESTION 65
Which statement about WAN Ethernet Services is true?

Rate-limiting can be configured per EVC.

Point-to-point processing and encapsulation are performed on the customer network.
Ethernet multipoint services function as a multipoint-to-multipoint VLAN-based connection.
UNIs can perform service multiplexing and all-in-one bundling.

Cow>»

Correct Answer: A
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

The MEF has defined a set of bandwidth profiles that can be applied at the UNI or to an EVC. A bandwidth profile is a limit on the rate at which Ethernet
frames can traverse the UNI or the EVC.

Reference. http://www.ciscopress.com/articles/article.asp?p=101367&seqNum=2

QUESTION 66

DRAG DROP

Drag and drop each STP port role on the left to the matching statement on the right.

Select and Place:
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alternate port

the port whose path cost deems it closest to the
root bridge

backup port

the port that sends the best BPDUs on its segment

designated port

a blocked port that receives more useful BPDUs
from a different bridge

root port

a blocked port that receives more useful BPDUs
from its own bridge

Correct Answer:

Section: Layer 2 Technologies
Explanation

Explanation/Reference:

root port

designated port

alternate port

backup port
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QUESTION 67
DRAG DROP

Drag and drop the VLAN number on the left to the corresponding default VLAN name on the right.

Select and Place:

A VCEPlus

1001 fddi-default
1002 fddinet-default
1003 trnet-default
1004 ethernet
1005 token-ring-default

Correct Answer:
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1002

1004

1005

1001

1003

Section: Layer 2 Technologies
Explanation

Explanation/Reference:

QUESTION 68
DRAG DROP
Drag and drop the StackWise stack master election rule on the left into the correct priority order on the right.

Select and Place:
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the switch with the highest software priority 1

the switch with the lowest MAC address 2

the current stack master 3

the switch with a defined interface-level configuration 4
the switch with the highest priority value 5

the switch with the longest up time 6

Correct Answer:
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the current stack master

the switch with the highest priority value

the switch with a defined interface-level configuration

the switch with the highest software priority

the switch with the longest up time

the switch with the lowest MAC address

Section: Layer 2 Technologies
Explanation

Explanation/Reference:

QUESTION 69
DRAG DROP
Drag and drop the IGMPv2 timer on the left to its default value on the right.

Select and Place:
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Group Membership Interval 1 second
Last Member Query Interval 10 seconds
Query Interval 60 seconds

Query Response Interval

255 seconds

Other Querier Present Interval

260 seconds

Version 1 Router Present Timeout

400 seconds

Correct Answer:
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Last Member Query Interval

Query Response Interval

Query Interval

Other Querier Present Interval

Group Membership Interval

Version 1 Router Present Timeout

Section: Layer 2 Technologies
Explanation

Explanation/Reference:

QUESTION 70
DRAG DROP
Drag and drop the Metro Ethernet circuit on the left to the corresponding Service Type category on the right.

Select and Place:
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Ethernet Virtual Private Line Port Based
1
Ethernet Private Tree 5
Ethernet Private LAN 3
Ethernet Virtual Private LAN WVLAN Based
1
Ethernet Private Line
2

Correct Answer:

www.vceplus.com - Download A+ VCE (latest) free Open VCE Exams - VCE to PDF Converter - VCE Exam Simulator - VCE Online - IT Certifications



A VCEPlus

Port Based
Ethernet Private Tree
Ethernet Private LAN
Ethernet Private Line
WVLAN Based
Ethernet Virtual Private LAN
Ethernet Virtual Private Line

Section: Layer 2 Technologies
Explanation

Explanation/Reference:

QUESTION 71

You are configuring Wireshark on a Cisco Catalyst 4500E Switch with a Supervisor 8. Which three actions can you take to prevent the capture from
overloading the CPU? (Choose three.)

Attach the specific ports that are part of the data path.

Use an in-line filter.

Use an appropriate ACL.

Add memory to the Supervisor.

Reconfigure the buffers to accommodate the additional traffic.

Configure a policy map, class map, and an access list to express the match conditions.

mmoow>»
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Correct Answer: ABC
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Because packet forwarding typically occurs in hardware, packets are not copied to the CPU for software processing. For Wireshark packet capture,
packets are copied and delivered to the CPU, which causes an increase in CPU usage. To avoid high CPU, do the following:

- Attach only relevant ports.

- Use a class map, and secondarily, an access list to express match conditions. If neither is viable, use an explicit, in-line filter.

- Adhere closely to the filter rules. Restrict the traffic type (such as, IPv4 only) with a restrictive, rather than relaxed ACL, which elicits unwanted traffic.

Reference: http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst4500/15-1- 2/XE_340/configuration/guide/config/wireshrk.pdf

QUESTION 72
Which three statements about VTP version 3 are true? (Choose three.)

It supports other databases in addition to VLAN.

It supports VLANS up to 4095.

It supports the synchronization of switch configuration templates between switches in the domain.
It supports the transfer of information about private VLAN structures.

It supports the transfer of PVST+ configuration information.

It supports RSTP.

mmoow>

Correct Answer: ABD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:
Explanation:
Much work has gone into improving the usability of VTP version 3 in three major areas:
= The new version of VTP offers better administrative control over which device is allowed to update other devices’ view of the VLAN topology. The
chance of unintended and disruptive changes is significantly reduced, and availability is increased. The reduced risk of unintended changes will ease
the change process and help speed deployment.
= Functionality for the VLAN environment has been significantly expanded. Two enhancements are most beneficial for today’s networks:
- In addition to supporting the earlier ISL VLAN range from 1 to 1001, the new version supports the whole IEEE 802.1Q VLAN range up to 4095.
- In addition to supporting the concept of normal VLANSs, VTP version 3 can transfer information regarding Private VLAN (PVLAN) structures.
= The third area of major improvement is support for databases other than VLAN (for example, MST).

Reference: http://www.cisco.com/c/en/us/products/collateral/switches/catalyst-6500-series- switches/solution_guide_c78_508010.html

QUESTION 73
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In an STP domain, which two statements are true for a nonroot switch, when it receives a configuration BPDU from the root bridge with the TC bit set?
(Choose two.)

A. It sets the MAC table aging time to max_age + forward_delay time.

B. It sets the MAC table aging time to forward_delay time.

C. Itrecalculates the STP topology upon receiving topology change notification from the root switch.
D. It receives the topology change BPDU on both forwarding and blocking ports.

Correct Answer: BD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

When the TC bit is received, every bridge is then notified and reduces the aging time to forward_delay (15 seconds by default) for a certain period of
time (max_age + forward_delay). It is more beneficial to reduce the aging time instead of clearing the table because currently active hosts, that
effectively transmit traffic, are not cleared from the table.

Once the root is aware that there has been a topology change event in the network, it starts to send out its configuration BPDUs with the topology
change (TC) bit set. These BPDUs are relayed by every bridge in the network with this bit set. As a result all bridges become aware of the topology
change situation and it can reduce its aging time to forward_delay. Bridges receive topology change BPDUs on both forwarding and blocking ports.
An important point to consider here is that a TCN does not start a STP recalculation. This fear comes from the fact that TCNs are often associated with
unstable STP environments; TCNs are a consequence of this, not a cause. The TCN only has an impact on the aging time. It does not change the
topology nor create a loop.

Reference: http://www.cisco.com/c/en/us/support/docs/lan-switching/spanning-tree- protocol/12013-17.html#topicl

QUESTION 74
Which two statements about RSTP and MSTP BPDUs are true? (Choose two.)

MSTP switches can detect boundary ports when they receive RSTP version 2 BPDUSs.

MSTP switches can detect boundary ports when they receive RSTP version 1 BPDUSs.

RSTP switches can process MSTP version 3 BPDUs.

When all boundary switches are running RSTP, MST sends only version 0 configuration BPDUs.

Cow>»

Correct Answer: AC
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:
A switch running both MSTP and RSTP supports a built-in protocol migration mechanism that enables it to interoperate with legacy 802.1D switches. If
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this switch receives a legacy 802.1D configuration BPDU (a BPDU with the protocol version set to 0), it sends only 802.1D BPDUs on that port. An MST
switch can also detect that a port is at the boundary of a region when it receives a legacy BPDU, an MST BPDU (version 3) associated with a different
region, or an RST BPDU (version 2).

Reference: http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst2950/software/release/12- 1_9 eal/configuration/guide/scg/swmstp.html

QUESTION 75
Which three options are sources from which a SPAN session can copy traffic? (Choose three.)

ports

EtherChannels

VLANs

subnets

primary IP addresses
secondary IP addresses

mmoow2>

Correct Answer: ABC
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

SPAN Sources

The interfaces from which traffic can be monitored are called SPAN sources. Sources designate the traffic to monitor and whether to copy ingress,
egress, or both directions of traffic. SPAN sources include the following:

= Ethernet ports

= Port channels

= The inband interface to the control plane CPU -- You can monitor the inband interface only from the default VDC. Inband traffic from all VDCs is
monitored.

VLANSs -- When a VLAN is specified as a SPAN source, all supported interfaces in the VLAN are SPAN sources.

Remote SPAN (RSPAN) VLANs

Fabric port channels connected to the Cisco Nexus 2000 Series Fabric Extender

Satellite ports and host interface port channels on the Cisco Nexus 2000 Series Fabric Extender

-- These interfaces are supported in Layer 2 access mode, Layer 2 trunk mode, and Layer 3 mode.

Reference: http://www.cisco.com/c/en/us/td/docs/switches/datacenter/sw/5_x/nx- os/system_management/configuration/guide/sm_nx_os_cg/
sm_14span.html#wpl1239492

QUESTION 76
Which three capabilities are provided by MLD snooping? (Choose three.)

A. dynamic port learning
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IPv6 multicast router discovery
user-configured ports age out automatically
a 5-minute aging timer

flooding control packets to the egress VLAN
a 60-second aging timer

nmoow

Correct Answer: ABD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Like IGMP snooping, MLD snooping performs multicast router discovery, with these characteristics:

= - Ports configured by a user never age out.

= - Dynamic port learning results from MLDv1 snooping queries and IPv6 PIMv2 packets.

= - If there are multiple routers on the same Layer 2 interface, MLD snooping tracks a single multicast router on the port (the router that most recently
sent a router control packet).

= - Dynamic multicast router port aging is based on a default timer of 5 minutes; the multicast router is deleted from the router port list if no control

packet is received on the port for 5 minutes.

- IPv6 multicast router discovery only takes place when MLD snooping is enabled on the switch.

Reference: https://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst3750/software/release/12- 2_55 se/configuration/guide/scg3750/swvemld.pdf

QUESTION 77
Refer to the exhibit.

Interface Serial0s1
Ppp maltilink
miltilink-group 2
PRp maltilink interleawve
Ppp multilink multiclass

Which two statements about the implementation are true? (Choose two.)

A. The PPP multilink protocol header is omitted on delay-sensitive packets.
B. The maximum number of fragments is 1.

C. Small real-time packets are multilink-encapsulated.

D. A transmit queue is provided for smaller packets.
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Correct Answer: AD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Previous implementations of Cisco 10S Multilink PPP (MLP) include support for Link Fragmentation Interleaving (LFI). This feature allows the delivery of
delay-sensitive packets, such as the packets of a Voice call, to be expedited by omitting the PPP Multilink Protocol header and sending the packets as
raw PPP packets in between the fragments of larger data packets. This feature works well on bundles consisting of a single link. However, when the
bundle contains multiple links there is no way to keep the interleaved packets in sequence with respect to each other.

The Multiclass Multilink PPP (MCMP) feature in Cisco I0S Release 12.2(13)T addresses the limitations of MLP LFI on bundles containing multiple links
by introducing multiple data classes. With multiclass multilink PPP interleaving, large packets can be multilink-encapsulated and fragmented into smaller
packets to satisfy the delay requirements of real-time voice traffic; small real-time packets, which are not multilink encapsulated, are transmitted
between fragments of the large packets. The interleaving feature also provides a special transmit queue for the smaller, delay- sensitive packets,
enabling them to be transmitted earlier than other flows. Interleaving provides the delay bounds for delay-sensitive voice packets on a slow link that is
used for other best-effort traffic.

References:
http://www.cisco.com/c/en/us/td/docs/ios/dial/configuration/guide/12_4t/dia_12_ 4t _book/dia_multi class_link_ppp.pdf
http://www.cisco.com/c/en/us/td/docs/routers/access/500/520/software/configuration/guide/520 _SC G_Book/520scg_concepts.html

QUESTION 78
Which two statements are characteristics of Ethernet private LAN circuits? (Choose two.)

They support communication between two or more customer endpoints.
They utilize more than one bridge domain.

They support point-to-multipoint EVC.

They support multipoint-to-multipoint EVC.

Cow>»

Correct Answer: AD
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

An Ethernet Private LAN (EPLAN) is a multipointtomultipoint EVC. EPLAN is an EVC that supports communication between two or more UNIs. In
EPLAN, only one EVC can exist on a port and the port can have only one EFP.

Reference:
https://www.cisco.com/c/en/us/td/docs/optical/cpt/r9_3/configuration/guide/cpt93_configuration/cp t93_configuration_chapter_0100.pdf
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QUESTION 79
Which two statements about Inverse ARP are true? (Choose two.)

It uses the same operation code as ARP.

It uses the same packet format as ARP.

It uses ARP stuffing.

It supports static mapping.

It translates Layer 2 addresses to Layer 3 addresses.
It translates Layer 3 addresses to Layer 2 addresses.

mmoow>

Correct Answer: BE
Section: Layer 2 Technologies
Explanation

Explanation/Reference:

Explanation:

Inverse Address Resolution Protocol (Inverse ARP or INARP) is used to obtain Network Layer addresses (for example, IP addresses) of other nodes
from Data Link Layer (Layer 2) addresses. It is primarily used in Frame Relay (DLCI) and ATM networks, in which Layer 2 addresses of virtual circuits
are sometimes obtained from Layer 2 signaling, and the corresponding Layer 3 addresses must be available before those virtual circuits can be used.
Since ARP translates Layer 3 addresses to Layer 2 addresses, INARP may be described as its inverse. In addition, INARP is implemented as a protocol
extension to ARP: it uses the same packet format as ARP, but different operation codes.

Reference: http://en.wikipedia.org/wiki/Address_Resolution_Protocol

QUESTION 80
Refer to the exhibit.
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Rl#show ip mroute 232.1.1.1
IP Multicast Routing Table
Flags: D - Dense, S5 - Sparse, B - Bidir Group, s - SSM Group, T - Connected,
1L - Local, P — Pruned, R - RP-bhit set, F - Register flag,
T - SPT-bit set, T - Join SPT, M — MSDP created entry,

¥ — Proxy Joln Timer Running, & - Candidate for MSDP Advertisement,
U - URD, I - Received Source Specific Host Report,
Z — Multicast Tunnel, =z - MDT-data group sender,
¥ — Joined MDT-data group, v — Sending to MDT-data group
Outgoing interface flags: H - Hardware switched, A - Assert winner

Timers: Uptime/Expires
Interface state: Interface, Next-Hop or VCD, State/Mode

(10.1-4.%F; 232.1:.1.1}; 00:17:24/00:02:53; flags: sTI
Incoming interface: Ethernetl/0, RPF nbr 10.1.5.6*
Qutgoing interface list:

Loopback(, Forward/Sparse, 00:14:42/00:01:21

What is the meaning of the asterisk (*) in the output?

PIM neighbor 10.1.5.6 is the RPF neighbor for the group 232.1.1.1 for the shared tree.

PIM neighbor 10.1.5.6 is the one that is seen as the RPF neighbor when performing the command show ip rpf 10.1.4.7.
PIM neighbor 10.1.5.6 is the winner of an assert mechanism.

The RPF neighbor 10.1.5.6 is invalid.

Cow>»

Correct Answer: C
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:
show ip mroute Field Descriptions
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Field Description
IP address of the upstream router to the source. Tunneling indicates that

RPF neighbor | this routeris sending data to the RP encapsulated in register packets.

or RPF nbr The hexadedmal number in parentheses indicates to which RPitis
registering. Each bit indicates a different RP if multiple RPs per group
are used. if an asterisk {*) appears after the IP address in this field, the
RPF neighbor has been learned through an assert.

Reference.

http://www.cisco.com/c/en/us/td/docs/ios/12_2/ipmulti/command/reference/fiprmc_r/1rfmult3.html

QUESTION 81

Refer to the exhibit.

A VCEPlus
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interface Ethernetcd/1
ip address 110.100.1.4 255.255.255.0

router ospf 100
router-id 4.4.4.4
redistribute static metric-type 1 subnets tag 704
network 110.110.0.0 0.0.255.255 area 110

ip route 152.168.10.0 255.255.255.0 Ethernet0/1 110.100.1.1

External LSA:
OSPF Router with ID (4.4.4.4) (Process ID 100)
Type-5 AS Extermal Link States
LS age: 101
Options: (Ho TOS-capability, DC, Upward)
LS Type: A5 External Link

Link State ID: 152.168.10.0 (External Network Humber )
Advertising Bouter: 4.4.4.4
LS Seq Number: 30000084
Checksum: O0xT4EZ2

Length: 3&

Metwork Mask: /24

MITID: 0O

Metric: 20
Forward Address: 0.0.0.0
External Boute Tag: 704

Metric Type: 1 (Comparable directly to limk state metric)

Which option explains why the forwarding address is set to 0.0.0.0 instead of 110.100.1.17?

A. The interface Ethernet0/1 is in down state.

B. The next-hop ip address 110.100.1.1 is not directly attached to the redistributing router.

A VCEPlus

C. The next-hop interface (Ethernet0/1) is specified as part of the static route command; therefore, the forwarding address is always set to 0.0.0.0.
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D. OSPF is not enabled on the interface Ethernet0/1.

Correct Answer: D
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

From the output of the "show ip ospf database" command (although this command is not shown) we can conclude this is an ASBR (with Advertising
Router is itself) and EO0/1 is the ASBR’s next hop interface for other routers to reach network 192.168.10.0.

The Forwarding Address is determined by these conditions:

* The forwarding address is set to 0.0.0.0 if the ASBR redistributes routes and OSPF is not enabled on the next hop interface for those routes.

* These conditions set the forwarding address field to a hon-zero address:

+ OSPF is enabled on the ASBR'’s next hop interface AND

+ ASBR’s next hop interface is non-passive under OSPF AND

+ ASBR’s next hop interface is not point-to-point AND

+ ASBR’s next hop interface is not point-to-multipoint AND + ASBR’s next hop interface address falls under the network range specified in the router
ospf command.

* Any other conditions besides these set the forwarding address to 0.0.0.0. -> We can see EO0/1 interface is not running OSPF because it does not
belong to network 110.110.0.0 0.0.255.255 which is declared under OSPF process -> F.A address is set to 0.0.0.0.

Reference. http://www.cisco.com/c/en/us/support/docs/ip/open-shortest-path-first-ospf/13682- 10.html

QUESTION 82
Refer to the exhibit.

HubZ#sh ip eigrp neighbors

EIGRP-IPv4 Neighbors for A5 (123)

H Address Interface Hold Uptime SRTT RTOC Q 5eg
[sec) (m=) Cnt Mum

0 152.168.0.2 ELi/3 11 01:45:5& 1 3000 O 1

HubZ#sh ip ospf neighbor

Heighbor ID Pri State Dead Time Lddress Interface

152.168.0. 1 FULL/DR 00:00:21 182.168.0.2 Ethernetd/3

You have configured two routing protocols across this point-to-point link. How many BFD sessions will be established across this link?

A. three per interface
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B. one per multicast address
C. one per routing protocol
D. one per interface

Correct Answer: D
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

Cisco devices will use one Bidirectional Forwarding Detection (BFD) session for multiple client protocols in the Cisco implementation of BFD for Cisco
IOS Releases 12.2(18)SXE, 12.0(31)S, and 12.4(4)T. For example, if a network is running OSPF and EIGRP across the same link to the same peer,
only one BFD session will be established, and BFD will share session information with both routing protocols.

Reference. http://www.cisco.com/c/en/us/td/docs/ios/12_0Os/feature/guide/fs_bfd.html#wp1053749

QUESTION 83
Refer to the exhibit.

Rl#show ipvé route

C 2001:pBB::/64 [0/0]
via Ethernet0/0, directly connected

L 2001:pB8::1/128 [0/0]

via Ethernetl/0, receiv

i

Which statement is true?

2001:DB8::1/128 is a local host route, and it can be redistributed into a dynamic routing protocol.
2001:DB8::1/128 is a local host route, and it cannot be redistributed into a dynamic routing protocol.
2001:DB8::1/128 is a local host route that was created because ipv6 unicast-routing is not enabled on this router.

2001:DB8::1/128 is a route that was put in the IPv6 routing table because one of this router’s loopback interfaces has the IPv6 address
2001:DB8::1/128.

Cow>»

Correct Answer: B
Section: Layer 3 Technologies
Explanation

Explanation/Reference:
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The local routes have the administrative distance of 0. This is the same adminstrative distance as connected routes. However, when you configure
redistributed connected under any routing process, the connected routes are redistributed, but the local routes are not. This behavior allows the
networks to not require a large number of host routes, because the networks of the interfaces are advertised with their proper masks. These host routes
are only needed on the router that owns the IP address in order to process packets destined to that IP address.

It is normal for local host routes to be listed in the IPv4 and IPv6 routing table for IP addresses of the router’s interfaces. Their purpose is to create a
corresponding CEF entry as a receive entry so that the packets destined to this IP address can be processed by the router itself. These routes cannot be
redistributed into any routing protocol.

Reference. http://www.cisco.com/c/en/us/support/docs/ip/ip-routing/116264-technote-ios-00.html

QUESTION 84
Refer to the exhibit.
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Fa0/1 FaQi0
Fa0/0 RO

interface FastEthernet0/0
description TO R1
I0: 172.29.168 3 ip address 172.17.17.2 255.255.255. 128
!
ip route 0.0.0.0 0.0.0.0 172.17.17.1
l
router eigrp 10
Rl ne auto-summary
! network 172.17.17.0 0.0.0.255

interface FastEthernetl/0

description TO RZ E3

ip address 172.17.17.1 255.255.255.178 i

! interface loopbackO

interface FastEthernet(/1 ip address 172.29.168,.3 255,255.255.255
description TG R3 !

ip address 10.17.12.1 255.255.255.0 interface FastEthernetd/0

! description TO R1

ip route 172.29.168B.3 255,.255.255.255 ip address 10.17.12.3 255.255.255.0

i g b2 S5 it R (B S l
! router eigrp 10

router eigrp 10 no auto-summary

ne auto-summary network 17Z2.25.1&8.3 0.0.0.0
network 172.17.17.0 0.0.0.127 network 10.17.12.3 255.255.255.0
network 10.17.1Z2.0 0.0.0.255 l

Routers R1, R2, and R3 are configured as shown, and traffic from R2 fails to reach 172.29.168.3.
Which action can you take to correct the problem?

A. Correct the static route on R1.
B. Correct the default route on R2.
C. Edit the EIGRP configuration of R3 to enable auto-summary.
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D. Correct the network statement for 172.29.168.3 on R3.

Correct Answer: A
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

On R1 we see there is a wrongly configured static route: ip route 172.29.168.3 255.255.255.255 172.17.17.2. It should be ip route 172.29.168.3
255.255.255.255 10.17.12.3.

QUESTION 85
Refer to the exhibit.
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10Ghps

100Mbps

1Ghps

QOSFF
Area 0

R3 prefers the path through R1 to reach host 10.1.1.1.

Which option describes the reason for this behavior?

Cow>

Correct Answer: A

Section: Layer 3 Technologies

The OSPF reference bandwidth is too small to account for the higher speed links through R2.
The default OSPF cost through R1 is less than the cost through R2.

The default OSPF cost through R1 is more than the cost through R2.

The link between R2 and R1 is congested.

A VCEPlus

www.vceplus.com - Download A+ VCE (latest) free Open VCE Exams - VCE to PDF Converter - VCE Exam Simulator - VCE Online - IT Certifications



A VCEPlus

Explanation

Explanation/Reference:

Explanation:

The default formula to calculate OSPF bandwidth is BW = Bandwidth Reference / interface bandwidth [bps] = 1078 / / interface bandwidth [bps]

BW of the R1-R3 link = 108 / 100Mbps = 1078 /1078 = 1

BW of the R2-R3 link = 108 / 1Gbps = 1078 / 10”9 = 1 (round up)

Therefore OSPF considers the two above links have the same Bandwidth -> R3 will go to 10.1.1.1 via the R1-R3 link. The solution here is to increase
the Bandwidth Reference to a higher value using the "auto-cost reference-bandwidth" command under OSPF router mode. For example:
Router(config)#router ospf 1

Router(config-router)#auto-cost reference-bandwidth 10000

This will increase the reference bandwidth to 10000 Mbps which increases the BW of the R2-R3 link to 10*10 / 10"8 = 100.

QUESTION 86
Refer to the exhibit.

*>172.21.85. 022 ET2.1T7.182.1 0 120 0 =5534 &5535 &5100 &5235 2

For which reason could a BGP-speaking device in autonomous system 65534 be prevented from installing the given route in its BGP table?

The AS number of the BGP is specified in the given AS_PATH.

The origin of the given route is unknown.

BGP is designed only for publicly routed addresses.

The AS_PATH for the specified prefix exceeds the maximum number of ASs allowed.
BGP does not allow the AS number 65535.

moow>»

Correct Answer: A
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

BGP is considered to be a 'Path Vector' routing protocol rather than a distance vector routing protocol since it utilises a list of AS numbers to describe
the path that a packet should take. This list is called the AS_PATH. Loops are prevented because if a BGP speaking router sees it's own AS in the
AS_PATH of a route it rejects the route.

QUESTION 87
Which statement about the feasibility condition in EIGRP is true?
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The prefix is reachable via an EIGRP peer that is in the routing domain of the router.

The EIGRP peer that advertises the prefix to the router has multiple paths to the destination.

The EIGRP peer that advertises the prefix to the router is closer to the destination than the router.
The EIGRP peer that advertises the prefix cannot be used as a next hop to reach the destination.

Cow>

Correct Answer: C
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

The advertised metric from an EIGRP neighbor (peer) to the local router is called Advertised Distance (or reported distance) while the metric from the
local router to that network is called Feasible Distance. For example, R1 advertises network 10.10.10.0/24 with a metric of 20 to R2. For R2, this is the
advertised distance. R2 calculates the feasible distance by adding the metric from the advertised router (R1) to itself. So in this case the feasible
distance to network 10.10.10.0/24 is 20 + 50 = 70.

Advertised Distance Eeasilile DEtance

 HeyR2 Ican - SoIcanreach
(reach 10.10.10.0/24) [ 10.10.10.0724 )
‘. withametnc / . with a metric

§ 7 of20 > __of70

S % -

e

2

Before a router can be considered a feasible successor, it must pass the feasibility condition rule. In short, the feasibility condition says that if we learn
about a prefix from a neighbor, the advertised distance from that neighbor to the destination must be lower than our feasible distance to that same
destination.

Therefore we see the Advertised Distance always smaller than the Feasible Distance to satisfy the feasibility condition.

QUESTION 88
Which two statements about the function of the stub feature in EIGRP are true? (Choose two.)

It stops the stub router from sending queries to peers.

It stops the hub router from sending queries to the stub router.

It stops the stub router from propagating dynamically learned EIGRP prefixes to the hub routers.
It stops the hub router from propagating dynamically learned EIGRP prefixes to the stub routers.

Cow>
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Correct Answer: BC
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

When using the EIGRP Stub Routing feature, you need to configure the distribution and remote routers to use EIGRP, and to configure only the remote
router as a stub. Only specified routes are propagated from the remote (stub) router. The router responds to queries for summaries, connected routes,
redistributed static routes, external routes, and internal routes with the message "inaccessible." A router that is configured as a stub will send a special
peer information packet to all neighboring routers to report its status as a stub router.

Without the stub feature, even after the routes that are sent from the distribution router to the remote router have been filtered or summarized, a problem
might occur. If a route is lost somewhere in the corporate network, EIGRP could send a query to the distribution router, which in turn will send a query to
the remote router even if routes are being summarized. If there is a problem communicating over the WAN link between the distribution router and the
remote router, an EIGRP stuck in active (SIA) condition could occur and cause instability elsewhere in the network. The EIGRP Stub Routing feature
allows a network administrator to prevent queries from being sent to the remote router.

Reference. http://www.cisco.com/c/en/us/td/docs/ios/12_0s/feature/guide/eigrpstb.html

QUESTION 89
In which type of EIGRP configuration is EIGRP IPv6 VRF-Lite available?

stub

named mode
classic mode
passive

Cow>»

Correct Answer: B
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

The EIGRP IPv6 VRF Lite feature provides EIGRP IPv6 support for multiple VRFs. EIGRP for IPv6 can operate in the context of a VRF. The EIGRP
IPv6 VRF Lite feature provides separation between routing and forwarding, providing an additional level of security because no communication between
devices belonging to different VRFs is allowed unless it is explicitly configured. The EIGRP IPv6 VRF Lite feature simplifies the management and
troubleshooting of traffic belonging to a specific VRF.

The EIGRP IPv6 VRF Lite feature is available only in EIGRP named configurations.

Reference. http://www.cisco.com/c/en/us/td/docs/ios-xml/ios/ipv6/configuration/15-2mt/ipv6-15- 2mt-book/ip6-eigrp.htmi#GUID-92B4FF4F-2B68-41B0-
93C8-AAA4FOEC1B1B

QUESTION 90
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Two routers are trying to establish an OSPFv3 adjacency over an Ethernet link, but the adjacency is not forming. Which two options are possible
reasons that prevent OSPFv3 to form between these two routers? (Choose two.)

mismatch of subnet masks
mismatch of network types
mismatch of authentication types
mismatch of instance IDs
mismatch of area types

moow?>

Correct Answer: DE
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

An OSPFv3 interface must have a compatible configuration with a remote interface before the two can be considered neighbors. The two OSPFv3
interfaces must match the following criteria:

* - Hello interval

* - Dead interval

= -ArealD

= . Optional capabilities

The OSPFv3 header includes an instance ID field to identify that OSPFv3 packet for a particular OSPFv3 instance. You can assign the OSPFv3
instance. The interface drops all OSPFv3 packets that do not have a matching OSPFv3 instance ID in the packet header.

Reference. http://www.cisco.com/c/en/us/td/docs/switches/datacenter/sw/5_x/nx- os/unicast/configuration/guide/I3_cli_nxos/I3_ospfv3.html

QUESTION 91
Refer to the exhibit.
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Provider X Provider Y

BGP
10.10.10.0/24

BGP
10.10.10.0/24

Customer-B

AS #1 and AS #2 have multiple EBGP connections with each other. AS #1 wants all return traffic that is destined to the prefix 10.10.10.1/32 to enter
through the router R1 from AS #2. In order to achieve this routing policy, the AS 1 advertises a lower MED from R1, compared to a higher MED from R3,
to their respective BGP neighbor for the prefix 10.10.10.0/24. Will this measure guarantee that the routing policy is always in effect?

Yes, because MED plays a deterministic role in return traffic engineering in BGP.
Yes, because a lower MED forces BGP best-path route selection in AS #2 to choose R1 as the best path for 10.10.10.0/24.
Yes, because a lower MED in AS #2 is the highest BGP attribute in BGP best-path route selection.

No, AS #2 can choose to alter the weight attribute in R2 for BGP neighbor R1, and this weight value is cascaded across AS #2 for BGP best-path
route selection.

Cow>»
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E. No, AS #2 can choose to alter the local preference attribute to overwrite the best-path route selection over the lower MED advertisement from AS #1.

This local preference attribute is cascaded across AS #2 for the BGP best-path route selection.

Correct Answer: E
Section: Layer 3 Technologies
Explanation

Explanation/Reference:
Explanation:

MED and AS path prepending can both be used to influence the way incoming traffic from other Autonomous Systems get sent to the local AS, but they
provide no guarantee as the other AS ultimately has the final word in how they send traffic. Since local preference is preferred over MED in the BGP

decision process, the other AS can configure local preference to override the MED settings you have configured.

QUESTION 92
Refer to the exhibit.

Rl>sh ip bgp 10.1:.1.1

BGP routing table entry for 10.1.0.0/16, wversiomn 182

Paths: (2 available, best #1, table default, not advertised to EBGPF peer)
Advertised to update-groups:

Befresh Epoch 1
20811 65112
172.28.1.5 from 172.28.1.5 {[1892.1&68.23&6.222)
Origin incomplete, localpref 800, walid, extermal, best
Community: no-exXport
rx pathid: 0, tx pathid: 0x0
Refresh Epoch 1

50811 63112, (received-only)
172.28.1.5 from 172.28.1.5 {182.168.236.2223)
Origin incomplete, localpref 100, wvalid, external
Community: 6€5112:21147 50811:11145

rx pathid: 0, tx pathid: 0

What does "(received-only)" mean?

A. The prefix 10.1.1.1 can not be advertised to any eBGP neighbor.
B. The prefix 10.1.1.1 can not be advertised to any iBGP neighbor.
C. BGP soft reconfiguration outbound is applied.
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D. BGP soft reconfiguration inbound is applied.

Correct Answer: D
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

When you configure bgp soft-configuration-inbound, all the updates received from the neighbor will be stored unmodified, regardless of the inbound
policy, and these routes appear as "(received- only)."

QUESTION 93
Which regular expression will only allow prefixes that originated from AS 65000 and that are learned through AS 650017

A65000_65001$
65000_65001$
A65000_65001
A65001_65000$

Cow>

Correct Answer: D
Section: Layer 3 Technologies
Explanation

Explanation/Reference:
The following table lists the regular expressions and their meanings:
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R | v |
[ [ et abmteiim:
% etk A
¢ M s
| Dl tawpesibeisasee € e HSSTY
el e
O ;5..;1;- ;i-n-_s-l-a- ) {-:1:1 ;r-a-{:-t-e-r ---------------------------
| S e dmetsmess
B ce S e
e e
(o || o, ope ittt hea e, e et
parentheses, start or end of string, or spacs

| maasna ) maeia )
= |odme
s L Lcit e
00 | Learacd from A8 100
w0s | Originated in A5 100
a0 | Any instance of AS 100
\0-9148 | Directly comected Ases

Reference. http://blog.ine.com/2008/01/06/understanding-bgp-regular-expressions/
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QUESTION 94
Which statement describes the BGP add-path feature?

It allows for installing multiple IBGP and EBGP routes in the routing table.

It allows a network engineer to override the selected BGP path with an additional path created in the config.
It allows BGP to provide backup paths to the routing table for quicker convergence.

It allows multiple paths for the same prefix to be advertised.

Cow>»

Correct Answer: D
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

BGP routers and route reflectors (RRs) propagate only their best path over their sessions. The advertisement of a prefix replaces the previous
announcement of that prefix (this behavior is known as an implicit withdraw). The implicit withdraw can achieve better scaling, but at the cost of path
diversity.

Path hiding can prevent efficient use of BGP multipath, prevent hitless planned maintenance, and can lead to MED oscillations and suboptimal hot-
potato routing. Upon nexthop failures, path hiding also inhibits fast and local recovery because the network has to wait for BGP control plane
convergence to restore traffic. The BGP Additional Paths feature provides a generic way of offering path diversity; the Best External or Best Internal
features offer path diversity only in limited scenarios.

The BGP Additional Paths feature provides a way for multiple paths for the same prefix to be advertised without the new paths implicitly replacing the
previous paths. Thus, path diversity is achieved instead of path hiding.

Reference. http://www.cisco.com/c/en/us/td/docs/ios-xml/ios/iproute_bgp/configuration/xe-3s/irg- xe-3s-book/irg-additional-paths.html

QUESTION 95
Refer to the exhibit.
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Rl#show bgp ipv4 unicast 10.100.1.1/32

BGP routing table entry for 10.100.1.1/32, wversion 8

Paths: (2 awvailable, best #1, table default, RIB-failure(l7))
Advertised to update-groups:

-

Refresh Epoch Z
4
10.1.3.4 from 10.1.3.4 (10.100.1.1)
Origin IGP, metric 0, localpref 100, wvalid, external, best
rx pathid: 0, tx pathid: 0x0
Refresh Epoch 2
5 4
1F. X955 From 10-X.5.5 {10.1.5.5])
Origin IGP, localpref 100, walid, external
rx pathid: 0, tx pathid: 0

What is a reason for the RIB-failure?

CEF is not enabled on this router.

The route 10.100.1.1/32 is in the routing table, but not as a BGP route.

The routing table has yet to be updated with the BGP route.

The BGP route is filtered inbound and hence is not installed in the routing table.

Cow>

Correct Answer: B
Section: Layer 3 Technologies
Explanation

Explanation/Reference:
Explanation:

A VCEPlus

A rib-failure occurs when BGP tries to install the bestpath prefix into the RIB, but the RIB rejects the BGP route because a route with better
administrative distance already exists in the routing table. An inactive Border Gateway Protocol (BGP) route is a route that is not installed in the RIB, but

is installed in the BGP table as rib-failure.
Example Topology

Router 1 (R1) and router 2 (R2) have two parallel links; one links runs BGP AS 65535 and the other link runs Enhanced Interior Gateway Routing

Protocol (EIGRP) AS 1. Both BGP and EIGRP are advertising the network 10.1.1.1/32 on R1.
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172.16.1.1

192.168.1.0/24

172.16.1.2 192.168.2.0/24

192.168.3.0/24

172.16.1.3

R2 learns about the 1.1.1.1/32 route through both EIGRP and BGP, but installs only the EIGRP route in the routing table because of the lower
administrative distance. Since the BGP route is not installed in the R2 routing table, the route appears as a rib-failure in the R2 BGP table.

Reference. http://www.cisco.com/c/en/us/support/docs/ip/border-gateway-protocol-bgp/116146- config-bgp-next-hop-00.html

QUESTION 96
Refer to the exhibit.
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Rlf#show bgp ipwvd unicast summary

EGF router identifier 10.1.3.1, local AS number 1

BGP table wersion is 2, main routing table version 2

1 network entries using 144 bytes of memory

1 path entries using 80 bytes of memory

1/1 BGP path/bestpath attribute entries using 144 bytes of memory
1 BGF AS-FATH entries using 24 bytes of memory

0 BGF route-map cache entries using 0 bytes of memory

0 BGP filter-list cache entries using 0 bytes of memory

BGP using 392 total bytes of memory

BGP activity 1/0 prefixes, 1/0 paths, scan interval &0 secs

Neighbor YV AS MsgRovd MagSent ThlVer Ind Cutd Up/Down
1510 W e e 4 Z G3 BS 2 0 a0 01:00:54
A1 s I 4 : &9 01 0 0 01:00:45
354 2 T8 KPS £S5 4 4 12 0 2 0 0 01:01:12

State/PixRcd
0
]
1

Which statement is true?

BGP peer 10.1.2.3 is performing inbound filtering.

BGP peer 10.1.2.3 is a route reflector.

R1 is a route reflector, but BGP peer 10.1.2.3 is not a route reflector client.
R1 still needs to send an update to the BGP peer 10.1.2.3.

o0

Correct Answer: D
Section: Layer 3 Technologies
Explanation

Explanation/Reference:
Explanation:

On R1 the routing table version (Tbl Ver) for 10.1.2.3 is 1, other routers have version 2, so it needs to send an update to the 10.1.2.3 peer.

QUESTION 97
Refer to the exhibit.
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Routeri#
conf t©
router isis

RouterB#
conf t
router isis 1

net 45.5200.1580.3500.6002.00

net 459.5200.1580.3500.6002.00

A VCEPlus

Router A and router B are physically connected over an Ethernet interface, and ISIS is configured as shown. Which option explains why the ISIS

neighborship is not getting formed between router A and router B?

same area ID

same N selector
same domain ID
same system ID

Cow>

Correct Answer: D
Section: Layer 3 Technologies
Explanation

Explanation/Reference:
Explanation:

With IS-IS, the LSP identifier is derived from the system ID (along with the pseudonode ID and LSP number). Each IS is usually configured with one

NET and in one area; each system ID within an area must be unique.

The big difference between NSAP style addressing and IP style addressing is that, in general, there will be a single NSAP address for the entire router,
whereas with IP there will be one IP address per interface. All ISs and ESs in a routing domain must have system IDs of the same length. All routers in
an area must have the same area address. All Level 2 routers must have a unique system ID domain-wide, and all Level 1 routers must have a unique

system ID area-wide.

Reference.

http://www.cisco.com/en/US/products/ps6599/products_white_paper09186a00800a3e6f.shtml

QUESTION 98
Refer to the exhibit.
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R4#show i1sis database R4.00-00 detail
IS-I5 Level-2 LSP R4.00-00

LSFID LSP Seq Num LSP Checksum LSP Holdtime
R4 .00-00 * O0x0000ZZBE OxD36A 1194

Area Address: 45.0001

NLPID: Ox81 OxCC 0Ox8E

Hostnams: R4

IF Address: 10.1.100.4

IPve Address: 2001:100::1:4

Metric: 10 IS-Extended R3.00
Metric: 10 IS-Extended R5.03
Metric: 10 IF 10.1.1.0G/24

Metric: 10 IF 10.1.2.0/24

Metric: 10 IF 10.1.3.0/24

Metric: 1t IFP 10.1.100.4/32
Metric: 50 IF 10.200.200.200/32
Metric: 10 IPve 2001:1::1:0/112
Metric: 10 IPve 2001:1::2:0/112
Metric: 10 TPvé 2001:100::1:4/128

ATT/P/OL
0/0/0

Which statement is true?

IS-1S has been enabled on R4 for IPv6, single-topology.
IS-IS has been enabled on R4 for IPv6, multitopology.
IS-1S has been enabled on R4 for IPv6, single-topology and multitopology.
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Correct Answer: A
Section: Layer 3 Technologies
Explanation

Explanation/Reference:
Explanation:

R4 advertises IPv6 prefixes, but it does not forward IPv6 traffic, because the protocol has not been enabled under router I1S-IS.

When working with IPv6 prefixes in IS-IS, you can configure I1S-IS to be in a single topology for both IPv4 and IPv6 or to run different topologies for IPv4

and IPv6.

By default, IS-IS works in single-topology mode when activating IPv4 and IPv6. This means that the I1S-IS topology will be built based on IS Reachability
TLVs. When the base topology is built, then IPv4 prefixes (IP Reachability TLV) and IPv6 prefixes (IPv6 Reachability TLV) are added to each node as
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leaves, without checking if there is IPv6 connectivity between nodes.
Reference: https://blog.initialdraft.com/archives/3381/

QUESTION 99
Refer to the exhibit.

area 49.0001 .':; area 49.0002 \

L1L2 Lt e L1L2 )

|| s e - |
E00  EOD s:un_l s E10  E10 .:

\ ;

R2#show clns neighbors

System Id Interface SHNEA State Holdtime Type Protocel
Rl Et0/0 00d0.58eb.££01 Up 26 L1 IS-IS
R4 Seli/s0 *HDLC* Up 280 15 EsS-1I5

Why is the neighbor relationship between R2 and R4 shown as ES-IS?

because there is an MTU mismatch between R2 and R4
because interface S3/0 of R4 is configured as L1/L2

because interface S3/0 of R2 is configured as L1

because there is a hello interval mismatch between R2 and R4

Cow>

Correct Answer: C
Section: Layer 3 Technologies
Explanation

Explanation/Reference:
Explanation:
With IS-IS we will see ES-IS when one of the following is true:

A VCEPlus

1. One side is configured to send only L2 and another side is configured to send L1. In this case both sides show each-other as ES-IS.

2. There is an MTU Mismatch so we see ES-IS in only one side.

So in this question because we do not know about the other side’s "show CLNS neighbor" A must be the better choose.
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QUESTION 100
Refer to the exhibit.

R4

interface FastEthernetlO/1

ip address 192.168.2.1 255.2535.255.0
ip pim sparse-dense-mode

duplex auto

speed auto

standby 1 ip 15%2.168.2.4

standby 1 priority 150

standby 1 preempt

RS
interface FastEthernet(/1
ip. addregs 192,168 . 2.2 255.255.255.0

ip pim sparse-dense-mode
duplex auto
speed auto
standby 1 ip 192.168.2.4
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The interface FastEthernet0/1 of both routers R4 and R5 is connected to the same Ethernet segment with a multicast receiver. Which two statements

are true? (Choose two)

Cow>

Correct Answer: CD
Section: Layer 3 Technologies
Explanation

Explanation/Reference:
Explanation:

Multicast traffic that is destined to a receiver with IP address 192.168.2.6 will flow through router RA4.
Both routers R4 and R5 will send PIM join messages to the RP.

Only router R5 will send a multicast join message to the RP.

Multicast traffic that is destined to a receiver with IP address 192.168.2.6 will flow through router R5.

Even though R4 is the active HSRP router, traffic will flow through R5 and only R5 will send the join messages. The Multicast DR is elected by the higher

IP address or priority. R5 has 192.168.2.2 and R4 has 192.168.2.1. R5 is the DR which send all packets to the RP.

QUESTION 101
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Refer to the exhibit.

router ospf 100
router-id 4.4.4.4

area 110 nssa
summary-address 192.168.0.0 255.255.0.0 nssa-only
redistribute static metric-type 1 subnets tag 704

network 110.110.0.0 0.0,.255.255 area 110

This is the configuration of the ASBR of area 110.Which option explains why the remote ABR should not translate the type 7 LSA for the prefix
192.168.0.0/16 into a type 5 LSA?

The remote ABR translates all type 7 LSA into type 5 LSA, regardless of any option configured in the ASBR.

The ASBR sets the forwarding address to 0.0.0.0 which instructs the ABR not to translate the LSA into a type 5 LSA.
The ASBR originates a type 7 LSA with age equal to MAXAGE 3600.

The ABR clears the P bit in the header of the type 7 LSA for 192.168.0.0/16.

Cow>

Correct Answer: D
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

When external routing information is imported into an NSSA, LSA Type 7 is generated by the ASBR and it is flooded within that area only. To further
distribute the external information, type 7 LSA is translated into type 5 LSA at the NSSA border. The P-bit in LSA Type 7 field indicates whether the type
7 LSA should be translated. This P-bit is automatically set by the NSSA ABR (also the Forwarding Address (FA) is copied from Type 7 LSA). The P-bit is
not set only when the NSSA ASBR and NSSA ABR are the same router for the area. If bit P = 0, then the NSSA ABR must not translate this LSA into
Type 5.

he nssa-only keyword instructs the device to instigate Type-7 LSA with cleared P-bit, thereby, preventing LSA translation to Type 5 on NSSA ABR
device.

Note. If a router is attached to another AS and is also an NSSA ABR, it may originate a both a type-5 and a type-7 LSA for the same network. The type-5
LSA will be flooded to the backbone and the type-7 will be flooded into the NSSA. If this is the case, the P-bit must be reset (P=0) in the type-7 LSA so
the type-7 LSA isn't again translated into a type-5 LSA by another NSSA ABR.

Reference. http://www.cisco.com/c/en/us/td/docs/ios-xml/ios/iproute ospf/configuration/15-e/iro- 15-e-book/iro-ospfv3-nssa-cfg.html

QUESTION 102
What is the function of an EIGRP sequence TLV packet?
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to acknowledge a set of sequence numbers during the startup update process

to list the peers that should listen to the next multicast packet during the reliable multicast process

to list the peers that should not listen to the next multicast packet during the reliable multicast process
to define the initial sequence number when bringing up a new peer

Cow>

Correct Answer: C
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

EIGRP sends updates and other information between routers using multicast packets to 224.0.0.10. For example in the topology below, R1 made a
change in the topology and it needs to send updates to R2 & R3. It sends multicast packets to EIGRP multicast address 224.0.0.10. Both R2 & R3 can
receive the updates and acknowledge back to R1 using unicast. Simple, right? But what if R1 sends out updates, only R2 replies but R3 never does? In
the case a router sends out a multicast packet that must be reliable delivered (like in this case), an EIGRP process will wait until the RTO
(retransmission timeout) period has passed before beginning a recovery action. This period is calculated from the SRTT (smooth round-trip time). After
R1 sends out updates it will wait for this period to expire. Then it makes a list of all the neighbors from which it did not receive an Acknowledgement
(ACK). Next it sends out a packet telling these routers stop listening to multicast until they are been notified that it is safe again. Finally the router will
begin sending unicast packets with the information to the routers that didn't answer, continuing until they are caught up. In our example the process will
be like this:

1. R1 sends out updates to 224.0.0.10

2. R2 responds but R3 does not

3. R1 waits for the RTO period to expire

4. R1 then sends out an unreliable-multicast packet, called a sequence TLV (Type-Length-Value) packet, which tells R3 not to listen to multicast packets
any more

5. R1 continues sending any other muticast traffic it has and delivering all traffic, using unicast to R3, until it acknowledges all the packets

6. Once R3 has caught up, R1 will send another sequence TLV, telling R3 to begin listening to multicast again.

The sequence TLV packet contains a list of the nodes that should not listen to multicast packets while the recovery takes place. But notice that the TLV
packet in step 6 does not contain any nodes in the list.

Note. In the case R3 still does not reply in step 4, R1 will attempt to retransmit the unicast 16 times or continue to retransmit until the hold time for the
neighbor in question expires. After this time, R1 will declare a retransmission limit exceeded error and will reset the neighbor.

(Reference. EIGRP for IP: Basic Operation and Configuration)

QUESTION 103
What are two reasons to define static peers in EIGRP? (Choose two.)

Security requirements do not allow dynamic learning of neighbors.
The link between peers requires multicast packets.

Back-level peers require static definition for successful connection.
The link between peers requires unicast packets.

Cow>

www.vceplus.com - Download A+ VCE (latest) free Open VCE Exams - VCE to PDF Converter - VCE Exam Simulator - VCE Online - IT Certifications



A VCEPlus

Correct Answer: AD
Section: Layer 3 Technologies
Explanation

Explanation/Reference:

Explanation:

There are two ways we can create EIGRP